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1
WIRELESS STORAGE DEVICE

TECHNICAL FIELD

This disclosure relates in general to the field of computing
security and, more particularly, to security tokens.

BACKGROUND

With the sale, production, and deployment of mobile
phones and other handheld and mobile computing devices
eclipsing more traditional desktop personal computing
devices, consumers and users have come to expect increased
mobility in their access to computer applications, the Internet,
digital communications, and other software services and
resources. This increased demand has contributed to a corre-
sponding acceleration in developments and advancements
within mobile computing devices. Service providers and
device manufacturers, carriers, and retailers have developed
business models in some cases encouraging the purchase of
new devices, with some customers electing to purchase or
replace new devices, such as new cell phones and smart
phones, multiple times per year to keep pace with the latest
models and feature offerings. Aside from the financial com-
mitment of purchasing multiple devices, migrating and repro-
ducing data and programs from one mobile device to another
newer device can be difficult and inconvenient. Thumbdrives,
portable hard drives, and other portable storage devices have
been developed to plug-in to mobile computing devices (e.g.,
via USB or other hardware ports) to assist in managing data
between multiple devices. Additionally, remote data storage
services, such as cloud-based storage systems, have been
developed that can allow users to centrally deposit data for
download and use on any one of a variety of devices, among
other solutions.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a simplified schematic diagram of an example
computing system including one or more wireless token
devices operating in connection with one or more cooperating
computing devices in accordance with one embodiment;

FIG. 2 is asimplified block diagram of an example wireless
token device and an example cooperating computing device
in accordance with one embodiment;

FIGS. 3A-3F are simplified block diagrams illustrating
example operations including an example wireless token
device in accordance with some embodiments;

FIG. 4 is a simplified block diagram of example wireless
token devices and example cooperating computing devices in
accordance with some embodiments;

FIGS. 5A-5C are simplified block diagrams illustrating
example operations in connection with authentication to an
example persistent computing session using an example
wireless token device in accordance with some embodiments;

FIGS. 6A-6F are simplified block diagrams of example
wireless token devices and example cooperating computing
devices in accordance with some further embodiments;

FIGS. 7A-7E are simplified flowcharts illustrating
example techniques for utilizing a wireless token device.

Like reference numbers and designations in the various
drawings indicate like elements.

DETAILED DESCRIPTION OF EXAMPLE
EMBODIMENTS

Overview

In general, one aspect of the subject matter described in this
specification can be embodied in methods that include the

40

45

60

65

2

actions of detecting a first computing device as substantially
collocated with a wireless storage device, using a short-range
wireless communication network. A connection can be estab-
lished between the first computing device and the wireless
storage device over the short-range wireless network. Data
stored in memory of the wireless storage device can be sent
from the wireless storage device to the first computing device
over the short-range wireless network for a presentation of the
data using a user interface of the first computing device. The
wireless storage device can lack user interfaces for the pre-
sentation of the data.

Another general aspect of the subject matter described in
this specification can be embodied in data storage apparatus
that include a processor device, memory element, short-range
wireless network adapter, and authentication broker. The
short range wireless network adapter can be adapted to detect
a first computing device as substantially collocated with the
apparatus, using a short-range wireless communication net-
work, and establish a connection between the first computing
device and the apparatus over the short-range wireless net-
work. The authentication broker can be adapted to cause data
stored in the memory element to be sent to the first computing
device over the short-range wireless network based on an
authentication of the first computing device at the apparatus
for a presentation of the data using a user interface of the first
computing device. The data storage apparatus can lack user
interfaces for the presentation of the data.

Another general aspect of the subject matter described in
this specification can be embodied in methods thatinclude the
actions of detecting a wireless storage device as substantially
collocated with a particular computing device, using a short-
range wireless communication network and establishing a
connection between the particular computing device and the
storage device over the short-range wireless network. Data
stored on the storage device can be received at the particular
computing device over the short-range wireless network and
presented on a user interface of the particular computing
device.

These and other embodiments can each optionally include
one or more of the following features. Authentication data can
be received from the first computing device over the short-
range wireless network authenticating access to at least a
portion of the data stored on wireless storage device. The
authentication data can be encrypted using a private key of the
first computing device. The authentication data can include a
digital certificate verifying the identity of the first computing
device. The certificate can include a public key paired to a
private key of first computing device. The first computing
device can be paired to the wireless storage device by sending
afirst digital certificate from the wireless storage device to the
first computing device verifying the identity of the wireless
storage device, receiving a second digital certificate at the
wireless storage device from the first computing device veri-
fying the identity of the first computing device, and establish-
ing parameters for subsequent communication between the
wireless storage device and first computing device. Second,
user-entered authentication data can be received at the first
computing device and authenticating access to at least the
portion of the data stored on wireless storage device can be
further based on the second authentication data. The second,
user-entered authentication data can include a personal pass-
word entered at the first computing device by auser or a voice
sample collected from a user at the first computing device,
among other examples.

Further, these and other embodiments can also each
optionally include one or more of the following features. The
data can include authentication data and receipt of the authen-
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tication data at the first computing device can cause authen-
tication of a user at the first computing device. The wireless
storage device can lack any one of a graphical display, tactile
user interface, and an audio interface or any user interface. A
second computing device can be detected as substantially
collocated with the wireless storage device, using a short-
range wireless communication network and a connection can
be established between the second computing device and the
wireless storage device over the short-range wireless net-
work. Data stored in memory of the wireless storage device
can be sent from the wireless storage device to the second
computing device over the connection between the second
computing device and the wireless storage device. The data
sent to the second computing device can include data sent to
the first computing device. Modifications to the data made at
the first computing device can be identified and a modified
version of the data can be stored on the wireless storage
device based on the identified modifications. Modifications
can be made on the first computing device based on user
inputs received at the particular computing device.

Some or all of the features may be computer-implemented
methods or further included in respective systems or other
devices for performing this described functionality. The
details of these and other features, aspects, and implementa-
tions of the present disclosure are set forth in the accompa-
nying drawings and the description below. Other features,
objects, and advantages of the disclosure will be apparent
from the description and drawings, and from the claims.

Example Embodiments

FIG.11s asimplified block diagram illustrating an example
implementation of a computing system 100 including a plu-
rality of wireless token devices (e.g., 105, 110) each capable
of'establishing and participating in communications over one
or more short-range wireless communication networks (e.g.,
140a, 1405), such as Bluetooth and WiFi networks. Wireless
token devices 105, 110 can include memory (e.g., 115, 120)
including data for communication over short-range wireless
networks. Wireless token devices 105, 110 can utilize short
range wireless networks 140a, 1405 and participate in com-
munications with cooperating computing devices (e.g., 125,
130, 135). For instance, wireless token devices (e.g., 105,
110) can function to authenticate a user’s access to particular
data stored on either or both of a particular cooperating com-
puting device (e.g., 125, 130, 135) or data stored on the
wireless token device 105, 110 itself. In some instances,
wireless token devices 105, 110 can function as a wireless,
physical security token for authenticating a user to a device
(e.g., 125,130, 135) or data and software programs accessible
through the device (e.g., 125,130, 135), including data served
by remote data servers (e.g., 150, 155) and services hosted by
remote application servers (e.g., 165) accessible by cooper-
ating computing devices (e.g., 125, 130, 135) over one or
more longer-range networks, including the Internet, virtual
local area networks (VLLANs), and the other networks (e.g.,
160). In other instances, the wireless token devices 105, 110
can function as wireless storage devices storing data that can
be sent for consumption by cooperating computing devices
(e.g., 125, 130, 135), the wireless token devices 105, 110
thereby serving as a wireless, portable memory drive. In still
other instances, wireless token device 105, 110 can both be
used to authenticate users to particular devices and data
stores, as well as store data for consumption on computing
devices used by the holder of the wireless token device (e.g.,
105, 110).
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Wireless token devices 105, 110 can include small, light-
weight, and otherwise easy to carry (or wear) devices that
allow a user to control access to particular data stored on one
or more of the token device, cooperating computing devices,
or other computing devices remote from the token device and
cooperating computing device. In some instances, a wireless
token device can possess small dimensions while still includ-
ing functionality including antennae and network adapters,
among other additional or alternative components, adapted to
establishing connections with other devices (e.g., cooperat-
ing computing devices 125, 130, 135) over short-range wire-
less networks 140a, 1405. Memory (e.g., 115, 120) of the
respective wireless token devices (e.g., 105, 110) can include
data that is shared with cooperating computing devices 125,
130, 135 over the short-range wireless networks 140a, 1405
to control access to particular data as well as allow the par-
ticular data to be presented on user interfaces of the cooper-
ating computing devices 125, 120, 135. Indeed, in some
instances, wireless token devices 105, 110 can lack user inter-
faces for graphically and/or audibly presenting data or allow-
ing users to interact with the data. Accordingly, cooperating
computing devices 125, 130, 135 can supplement the user
interface deficiencies of example wireless token devices 105,
110 allowing users to view, interact with, or otherwise use
data authenticated to using a wireless token device (e.g., 105,
110).

In some instances, providing wireless token devices 105,
110 with limited input/output (I/O) functionality and omitting
such components as graphical displays, keypads, touch-
screens, speakers, and other user interfaces and controls can
allow for wireless token devices that are adapted to be con-
veniently carried or worn by a user, thereby more directly
connecting the user to the wireless token device (e.g., 105,
110) and physically associating the user with the wireless
token device. Tying a token device 105, 110 to a particular
user can assist in guarding possession of such a token for use
in authenticating the device’s user with particular cooperat-
ing computing devices (e.g., 125, 130, 135) as well as data,
applications, or other digital resources accessible through the
cooperating computing devices.

In some instances, a wireless token device (e.g., 105) can
accept communications, instructions, and other inputs from a
cooperating computing device (e.g., 125) connected to the
wireless token device over a short range wireless network
(e.g., 140q). For example, a digital certificate, encryption key,
device identifier, or other data and resources for use in autho-
rizing access to one or more of the cooperating computing
device 125, data accessible using the cooperating computing
device 125, or the wireless token device. Additionally, in
instances where the wireless token device (e.g., 105) stores
data for consumption by applications and other programs of a
cooperating computing device (e.g., 125) or other devices
(e.g., application server 165), interactions with this data by
other devices, including modifications to the data imple-
mented by a user through a user interface of the cooperating
computing device, can be communicated to the wireless
token device (e.g., 105) to update the data stored on the
wireless token device, among other examples. Generally,
cooperating computing devices (e.g., 125, 130, 135) con-
nected to and used in connection with a wireless token device
(e.g., 105, 110) can be used to supplement the simplified
functionality of the wireless token device. In some examples,
wireless token devices can include insufficient or lower-qual-
ity data rendering and graphical display capabilities, user
interfaces, etc. Cooperating computing devices (e.g., 125,
130, 135), can be used, for instance, to render or display data
stored on the wireless token device or another device that
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cannot be displayed, modified, or accessed using the wireless
token device alone. For instance, access to, display of, and
interaction with data hosted by remote servers (e.g., 150, 155,
165) can be authorized through authentication data provided
by the wireless token device (e.g., 105) (for instance, data
hosted by remote servers (e.g., 150, 155, 165)) and/or permit
user interactions with the data.

Communications between a wireless token device (e.g.,
105, 110) and one or more cooperating computing devices
(e.g., 125, 130, 135) can take place over a short-range wire-
less network (e.g., 140a, 1405) that limits the ability of two
devices to connect based on their proximity to each other,
such as Bluetooth, closed virtual private WiFi networks (over
a local router), among other examples. Communication links
and channels over short-range wireless networks 140a, 1405
can utilize authenticated network access protocols such as
EAP, EAP-TLS, EAP-MS-CHAP v2, and PEAP or other
standards. Additionally, wireless protection protocols such as
WEP, WPA, WPA2, SAFER+ block ciphers, etc. can also be
used, among other techniques to secure communications
between wireless token devices (e.g., 105, 110) and cooper-
ating computing devices (e.g., 125, 130, 135).

In general, “servers,” “clients,” and “computing devices,”
including computing devices used to implement system 100
(e.g., 105, 110, 125, 130, 135, 150, 155, 165), can include
electronic computing devices operable to receive, transmit,
process, store, communicate, or manage data and information
associated with the software system 100. As used in this
document, the term “computer,” “computing device,” “pro-
cessor,” or “processing device” is intended to encompass any
suitable processing device. For example, elements of the sys-
tem 100 may be implemented using distributed computing
environments, including parallel processing environments,
server pools, and cloud computing environments. Further,
any, all, or some of the computing devices may be adapted to
execute any operating system, including Linux, UNIX, Win-
dows Server, etc., mobile operating system, including Apple
i0S™ Google Android™, Windriver™, etc. as well as vir-
tual machines adapted to virtualize execution of a particular
operating system, including mobile, customized, and propri-
etary operating systems. Further, servers (e.g., servers 150,
155, 165), clients, and computing devices can be capable of
hosting and/or serving data, software applications, and ser-
vices, including mobile, distributed, enterprise, or cloud-
based software applications, data, and services.

Cooperating computing devices 125, 130, 135 can include
wireless-enabled endpoint devices such as laptop computers,
desktop computers, tablet computers, shared computing
kiosks, smartphones, personal digital assistants, handheld
video game consoles, televisions, smart appliances (such as
refrigerators, HVAC systems, washing machines, etc.), and
other devices capable of connecting wirelessly to a wireless
token device (e.g., 105, 110) over a short range network (e.g.,
140a, 1405). Attributes and functionality of cooperating com-
puting devices 125,130, 135 can differ widely from device to
device, including the operating systems and collection of
software programs loaded, installed, executed, operated, or
otherwise accessible to the device, as well as the tools, sub-
systems, controls, display units, speakers, microphones, key-
pads, mice, trackballs, cameras, network cards and adapters,
graphic cards and adapters, sound cards and adapters, and
other components integrated or connected to the cooperating
computing device. A device can additional include a respec-
tive set of programs that can include operating systems, appli-
cations (including “mobile apps™), plug-ins, applets, virtual
machines, machine images, drivers, executable files, and
other software-based programs capable of being run,
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executed, or otherwise used by the respective cooperating
devices (e.g., 125, 130, 135). Some programs and data stored
on or otherwise accessible through a cooperating computing
device can be associated with a particular user profile,
restricting access to particular programs to users logged-in or
otherwise authenticated in connection with the user profile.

Each cooperating computing device can include at least
one graphical display device and user interfaces allowing a
user to view and interact with graphical user interfaces
(GUIs) of applications and other programs provided in sys-
tem 100. In general, cooperating computing devices can
include any electronic computing device operable to receive,
transmit, process, and store any appropriate data associated
with the software environment of FIG. 1. It will be understood
that there may be any number of endpoint devices associated
with system 100, as well as any number of endpoint devices
external to system 100. Further, the term “client,” “endpoint
device,” “mobile device,” and “user” may be used inter-
changeably as appropriate without departing from the scope
of'this disclosure. Moreover, while each cooperating comput-
ing device may be described in terms of being used by one
user, this disclosure contemplates that many users may use
one computer or that one user may use multiple computers.

While FIG. 1 is described as containing or being associated
with a plurality of elements, not all elements illustrated within
system 100 of FIG. 1 may be utilized in each alternative
implementation of the present disclosure. Additionally, one
or more of the elements described herein may be located
external to system 100, while in other instances, certain ele-
ments may be included within or as a portion of one or more
of the other described elements, as well as other elements not
described in the illustrated implementation. Further, certain
elements illustrated in FIG. 1 may be combined with other
components, as well as used for alternative or additional
purposes in addition to those purposes described herein.

Portable computing devices such as smartphones, personal
video game players, portable music players, laptop comput-
ers, tablet computers, and the like have become feverishly
popular in part because of the convenient access they provide
to a multitude of computer-enabled tasks, services, and func-
tions. Users can read, write, send and receive email; generate
documents; access the Internet; receive GPS directions; make
telephone calls; play video games; play digital media; send
SMS messages; video chat; take videos and photos; among a
continuing stream of evolving functions and uses. Addition-
ally, users are increasingly acquiring and using multiple com-
puting devices. For instance, a user may have a smart phone
for work, a different personal smart phone, a tablet computer
for personal use, a laptop for work, a video game system
and/or media server for their home theater, etc. Further, as
each of these respective devices evolves, users may replace
and supplement their devices with newer devices with
updated or additional functionality.

Managing data across a multitude of devices can be chal-
lenging to consumers. Users can synchronize devices to some
degree in an attempt to keep some files and data consistent
across two or more of their devices, although users often start
from scratch when purchasing new devices to replace an
outdated, lost, or broken device, re-loading their data and
favorite software programs onto the new device. Further,
traditional mobile phones and devices are carried in purses,
bags, or pockets and are frequently misplaced, lost, or stolen,
allowing savvy thieves to gain unauthorized access to the
owner’s data, data and telephone service, among other sensi-
tive and valuable assets. System implementations such as that
outlined in FIG. 1 can resolve many of the issues identified
above, among others.
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For instance, turning to FIG. 2, a simplified block diagram
200 is shown of an example system including an example
wireless token device 205 and an example cooperating com-
puting device 210. The wireless token device 205 can be a
device equipped to be easily carried or worn by a user, such as
adevice in the form and dimensions of a thumbdrive, bracelet,
ring, mobile headset, card, neck chain, or other physical
embodiment, that can operate cooperatively with one or more
cooperating computing devices (e.g., 210), for instance, by
connecting to and communicating with the cooperating com-
puting device 210 over, for example, a short range network
140. A wearable or otherwise easily carried device can assist
in keeping the simplified mobile communication device 205
secure and in the possession of'its owners. Generally, wireless
token device 205 can authenticate access to particular elec-
tronic and digital resources owned by the owners of the wire-
less token device 205, the resources capable of being accessed
using the cooperating computing device 210. Further, access
to cooperating computing devices (e.g., 210) can themselves
be protected by the wireless token device 205, making coop-
erating computing devices and their data unusable by thieves
and other unauthorized users not in possession of the wireless
token device 205.

A wireless token device 205 can include one or more
processors 215 and memory elements 218 used to execute
software or firmware stored, downloaded, embodied, or oth-
erwise accessible to the device 205, including signal process-
ing functionality, data encryption, file management, authen-
tication data management, and other functionality and
operations in association with short-range wireless network
adapters 228 and modules (e.g., 230, 232) of the wireless
token device 205. In this particular example, wireless token
device 205 can include components and functionality to
enable the wireless token device 205 to connect and receive
data from one or more cooperating computing devices (e.g.,
210) over one or more short range networks (e.g., 140). For
example, wireless token device 205 can include one or more
short-range wireless network adapters 228 (e.g., for one or
more wireless communication protocols with which the wire-
less token device 205 is adapted to communicate), authenti-
cation broker 230, and device coordinator 232. Short range
network adapter 228 can be adapted to establish, discover,
connect to, and communicate in communication sessions
within one or more different short range wireless networks
(e.g., 140), including ad hoc wireless networks established
using Bluetooth or WiFi and thereby facilitate the wireless
token device’s 205 connection to and participation in com-
munication sessions with cooperating devices over a short
range network, such as a Bluetooth piconet or a WiFi net-
work. A short-range wireless network adapter 228 can further
include or interface with antennae (e.g., 220) and other hard-
ware for discovering, transmitting, and receiving radio sig-
nals to and from other devices in connection with participa-
tion within a wireless communication session over one or
more short range wireless networks (e.g., 140).

Wireless token devices (e.g., 205) may lack most of the
functionality available in modern computing devices, such as
personal computers, tablet computers, smart phones, and the
like. In some instances, wireless token device 205 include
minimal software, in some cases limited to logic for use in
engaging in communication sessions over short range net-
works (e.g., 140) with other computing devices (e.g., 210)
and managing data stored by the wireless token device 205
and/or communicated in communication sessions with coop-
erating computing devices. Further, wireless token devices
205 may lack robust user interfaces and lack the ability to
accept user inputs in connection with the accessing of data
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stored on the wireless token device 205. In some instances,
simplified communication devices 205, while lacking higher-
level tactile inputs, such as a keypad, touchscreen, or the like,
may include basic tactile inputs for performing basic opera-
tions such as powering the wireless token on or off; selecting
a particular short-range wireless protocol (e.g., WiFi vs.
Bluetooth), among other examples. Further, wireless token
devices (e.g., 205) can omit graphical display devices adapted
for rendering data received, transmitted, or authenticated to
during communication sessions with cooperating computing
devices (e.g., 210). In some instances, despite lacking func-
tionality for rendering graphics, text, etc., simple visual indi-
cators can be provided in some implementations of a wireless
token devices, including simple light indicators communicat-
ing to the user that the wireless token device 205 is powered
on, has a low battery, has connected to a cooperating comput-
ing device and/or is receiving/sending data in a communica-
tion session, among other examples. In some instances, set-
tings and configurations of wireless token device 205, as well
as some data stored on wireless token device 205 can be
modified or accessed using /O devices and functionality of a
cooperating computing device (e.g., 210) with which the
wireless token device 205 has established a communication
session.

Wireless token device 205 can serve as a physical token for
authenticating a user on one or more other computing devices
and/or particular data and programs accessible through the
other computing devices, such as cooperating computing
device 210. Authentication data (e.g., 240) can be sent by the
wireless token device 205 to a cooperating computing device
210, forinstance, over a short range network connection (e.g.,
140). Such authentication data can be used to authenticate or
otherwise make the cooperating computing device 210, or
particular data, programs, or user profiles available to the
holder of the wireless token device 205. For instance, authen-
tication data can include a digital signature or certificate,
token, password, encryption key, or other authentication data.
Further, authentication data can be dependent on identifying
that the wireless token device’s 205 is collocated (or within a
predetermined proximity) of the cooperating computing
device 210.

In some instances, authentication data 240 can be
encrypted by one or more keys 242 held by the wireless token
device 205. For instance, in one example, authentication data
can be retrieved or generated that is encrypted, for instance,
using a private key of the wireless token device 205. If the
wireless token device 205 has a pre-existing relationship
(e.g., has previously registered with the cooperating comput-
ing device) and has shared a public key paired to the wireless
token device’s private key with the cooperating computing
device 215, the cooperating computing device can decrypt the
authentication data 240, read the authentication data 240 in
the clear, and authenticate the holder of the wireless token
device 205. In such an example, access to the cooperating
computing device 210 (such as a laptop, smartphone, etc.) can
be locked pending authentication using a registered wireless
token device (e.g., 205). In another example, a cooperating
computing device (e.g., 210) can be authenticated to the wire-
less token device 205. In such an example, authentication data
can be sent from the cooperating computing device 210 to the
wireless token device 205 and the authentication data can be
encrypted using a private key of the cooperating computing
device 210. Authenticating the cooperating computing device
(e.g., to allow access to data stored on the wireless token
device 205) can include the wireless token device 205 using a
previously-obtained public key paired to the particular coop-
erating computing device (e.g., 210) to attempt to read the
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authentication data received from the cooperating computing
device 210 and confirm that the cooperating computing
device is a device trusted to utilize data stored on the wireless
token device. In still other examples, authentication data can
be exchanged between the wireless token device 205 and the
cooperating computing device 210 (e.g., with first authenti-
cation data sent by the wireless token device 205 and second
authentication data sent from the cooperating computing
device 210), to verify the identities of the respective devices
and authenticate the use of the device by the other, among
other examples.

In still other examples, wireless token device 205 can pro-
vide a key through which particular data can be decrypted for
access on the cooperating computing device 210. In some
instances, data can be routed through the wireless token
device 205 and decrypted at the wireless token device 205,
and returned for presentation on the cooperating computing
device 210. In other implementations, an encryption key can
be communicated from the wireless token device to the coop-
erating computing device 210 (e.g., following authentication
of'the device) for temporary use by the cooperating comput-
ing device in decrypting data for presentation or other use on
the cooperating computing device.

In one example implementation, wireless token device 205
can include an authentication broker 230 adapted to coordi-
nate the various authentication-related transactions, includ-
ing those examples described above and elsewhere herein.
The authentication broker 230 can pass authentication data
240, as well as other data, such as a user identifier, such as a
globally-unique user identifier (GUUID) (e.g., 238), to a
cooperating computing device (e.g., 210) in connection with
a user authenticating to the cooperating computing device
210 by virtue of the user possessing the mobile communica-
tion device 205. In other instances, the authentication broker
230 can process authentication data received from the coop-
erating computing device, including the decryption (e.g.,
using keys 242) of encrypted authentication data received
from a cooperating computing device (e.g., 210). Similarly,
cooperating computing devices (e.g., 210), in some imple-
mentations, can include modules, such as an authentication
manager 258 for use in connection with receiving authenti-
cation data (e.g., 240) from a wireless token device (e.g.,
205). In some instances, specialized software can be down-
loaded to a cooperating computing device 210 for use in
communicating with a wireless token device 205 (e.g.,
including such modules as authentication manager 258), in
connection with registration of the cooperating computing
device 210 with a wireless token device 205. An example
authentication manager (e.g., 258) can, for instance, use
authentication data to authenticate a user to a particular user
profile (such as a profile corresponding to the GUUID 238),
decrypt data stored on the cooperating computing device 210
(e.g., using a key received from a wireless token device),
among other uses and examples.

A wireless token device 205 can further include additional
modules and functionality. In some instances, a single wire-
less token device 205 can connect to and operate coopera-
tively with a plurality of different cooperating devices. This
can permit a user to control access to a plurality of devices
used or owned by the user using a single token (e.g., 205). For
instance, a device coordinator 232 can be provided to manage
the simplified wireless token device’s 205 cooperation with
multiple different cooperating devices, as well as different
types of cooperating devices. In some examples, relationships
can be established between a particular wireless token device
205 and two or more cooperating computing devices. Device
coordinator 232 can be used to register a cooperating com-
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puting device with the wireless token device 205 and estab-
lish a relationship between the wireless token device 205 and
cooperating computing device (e.g., 210) as well as identify
that a pre-existing relationship exists between the wireless
token device 205 and a particular cooperating computing
device (e.g., based on a previous registration and/or coopera-
tive interaction session between the devices, for instance,
over a short range network 140). For example, the wireless
token device 205 and/or the particular cooperating computing
device can generate and exchange digital certificates and
other data encrypted using a public key of the other device to
pair and set protocols for future interactions and authentica-
tions.

Cooperating computing devices (e.g., 210) can include
more robust computing functionality, including /O and
graphic display capabilities not available on wireless token
devices (e.g., 205). For instance, an example cooperating
computing device 210, such as a tablet computer, smart
phone, personal digital assistant, personal video game player,
media player, laptop or personal computer, can include one or
more processors 246, memory elements 248, a graphical dis-
play 250, and a user interface 254 capable of accepting tactile
inputs from a user, such as a keypad, touchscreen, trackball,
touchpad, keyboard, mouse, or other such device or module.

In addition to providing graphic display and I/O capabili-
ties above that of the wireless token device 205, cooperating
computing devices (e.g., 210) can also include more diversi-
fied and extensive software and data storage capabilities. For
instance, cooperating computing devices (e.g., 210) can
include one or more software programs including an operat-
ing system and applications 268, as well as data used by the
software applications 268. Further, in some implementations,
cooperating computing devices can possess more robust data
communication capabilities than some wireless token devices
(e.g., 205), such as the ability to communicate over the Inter-
net and other data networks. In some examples, user profiles
270 can be maintained and stored (e.g., in data store 265) on
a cooperating computing device 210 to include application
data, and other files and data corresponding to a particular
user. A user of a particular wireless token device (e.g., 205)
can authenticate to the cooperating computing device 210
and/or a particular user profile 270 so as to gain access to the
data included in the user profile. In other instances, all or a
portion of the user profile data can alternatively be stored on
a wireless token device 205. In still other instances, all or a
portion of user profile data can be stored on devices remote
from wireless token device 205 and cooperating computing
devices (e.g., 210), including cloud-based devices and other
outside servers (e.g., 150, 275), the user profile data acces-
sible to either or both of the wireless token device 205 and
cooperating computing devices (e.g., 210).

Cooperating computing devices 210 can include additional
modules and functionality including a short range network
adapter 255, /O manager 260, and device manager 262. A
short-range wireless network adapter 255 can be adapted to
facilitate a cooperating computing device’s 210 participation
in a communication session over one or more short-range
networks 140, such as Bluetooth, WiFi, ZigBee™, and Ant™
networks, etc. /O manager 260 can be used to coordinate
communication of user interactions received through the I/O
devices (e.g., 254) of the cooperating computing device 210
with a wireless token device 205 over a short-range network
connection. For instance, a UI of the cooperating computing
device 210 can be used to set particular settings and modify
other data stored on wireless token device 205. Additionally,
in some instances, Uls of'a cooperating computing device 210
can be used to offer two-factor authentication that includes
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the submission of user-provided authentication inputs, such
as keyed-in passwords and PIN codes, voice recognition
samples, fingerprint scans, etc. via the cooperating comput-
ing device’s 210 UI 254.

As noted above, wireless token devices (e.g., 205) can
connect to and establish relationships with multiple different
cooperating computing devices (e.g., 210). Similarly, a single
cooperating computing device 210, such as a single tablet
computer, laptop computer, etc. can provide 1/O support for
and/or be authenticated to using multiple different wireless
token devices 205. For instance, a single computing device
may maintain multiple different user profiles 270 and be
shared among multiple users, each with their own associated
wireless token device 205. Accordingly, device manager 262
can be used to manage relationships with pre-identified wire-
less token devices 205, for instance, to streamline connection
to and provide enhanced support for particular wireless token
devices 205 with which a particular cooperating computing
device 210 has already communicated or established relation-
ships. In some instances, the establishing of a relationship
between a wireless token device 205 and a cooperating com-
puting device 210 can serve as a prerequisite to authentication
of a user at the cooperating computing device through the
sharing of a GUUID 238, authentication data 240, and other
data from the wireless token device 205.

In one particular example, the GUUID 238 of the simpli-
fied mobile communication device 210 can be private to the
device 205 and not shared with, or capable of being shared
with or exposed to other devices. In some instances, a wire-
less token device 205 and a particular cooperating computing
device 210 can mutually authenticate, or pair, to the other.
During such a pairing, certificates can be generated from the
respective keys (e.g., the GUUID 238 of the simplified mobile
communication device 205), and combined with the public
key of the other device for use in pairing and establishing a
trusted relationship between the two cooperating devices
without requiring the GUUID (or other keys) to be explicitly
shared between the devices. Other techniques can also be
employed to pair, register, or otherwise establish a relation-
ship between a wireless token device (e.g., 205) and a coop-
erating computing device (e.g., 210).

Further, additional functionality can be provided through
example cooperating computing devices (e.g., 210). For
example, in some instances, cooperating computing devices
210, can include functionality for connecting to and commu-
nicating over various other communication networks, includ-
ing long-distance communication networks, such as VLLANSs,
the Internet 160, and even cellular networks (such as cellular
broadband data networks). Further, certain cooperating com-
puting device 210 implementations can include other func-
tionality including a cloud data manager, for use in authenti-
cating to and accessing data and services in cloud computing
or other remote computing environments (e.g., 150, 275), for
instance, on behalf of a user authenticated to the data using
authentication data 240 provided through a cooperating wire-
less token device 205.

As an example, an application server 275, including one or
more processors 276 and one or more memory devices 278. In
some instances, an application server 275 can include mod-
ules and functionality including a session manager 280, user
manager 282, device synchronization engine 284, among
other modules supplementing or combining the functionality
of modules 280, 282, 284. An application server 275, or other
server system, can host a computing session that can be
accessed by one or more computing devices (e.g., 210) over a
network, such as the Internet 160. Computing sessions hosted
by the application server 275 can be private and resources of
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the computing sessions can be reserved for authenticated
users (and their associated devices used to access the com-
puting sessions). Authentication of a device to a computing
session hosted by the application server 275 can be facilitated
through the passing of authentication data from the wireless
token device 205 to the application server 275. In some
instances, a user can utilize a cooperating computing device
210 to access resources of and participate in one or more
persistent sessions hosted by the application server 275. The
cooperating computing device 210 can acquire authentication
data stored and maintained at the wireless token device 205
and forward the authentication data to the application server
275 to authenticate the cooperating computing device 210
(and its users) to the session. Such authentication data can
include features similar to that described in connection with
other implementations described in this specification.

An example application server (e.g., 275) can utilize a
session manager (e.g., 280) to control and manage computing
sessions hosted by the application server 275. For example,
the application server 275 can host persistent computing ses-
sions such as a streaming media session (e.g., presenting
digital music, video, etc.), a video gaming session, cloud-
based productivity session, multimedia teleconference,
among other examples. A session manager 280 can manage
all aspects of constructing, maintaining, and persisting a com-
puting session. Further, a session manager 280 can be used to
control access to the computing session, including the authen-
ticating of authorized users and client devices to the comput-
ing session. In some examples, a computing session can be
restricted to authorized users and authentication data can be
provided to the application server 275 to authenticate users to
one or more sessions hosted by the application server 275.

An application server 275 can maintain one or more data
structures 285 for use in managing authentication of users to
computing sessions provided by the application server 275. In
some instances, memory and data structures (e.g., 285) of the
application server 275 can maintain encryption keys and
other authentication data and tools (e.g., 286) for use in
authenticating users to a computing session. For instance,
application server 275 can maintain one or more keys for
encrypting or decrypting messages exchanged with client
devices including cooperating computing devices (e.g., 210).
In one example, a wireless token device 205 can provide
encrypted authentication data for forwarding to the applica-
tion server 275 through the cooperating computing device
210. Application server 275 can receive such forwarded
authentication data and decrypt the authentication data using
one or more keys (e.g., 286). Authentication data (e.g., 240)
can be encrypted or otherwise protected, in some instances, in
order to condition a particular cooperating computing
device’s (e.g., 210) participation within the computing ses-
sion on the cooperating computing device’s collocation with
the wireless token device of a user authorized to participate in
the computing session. Additionally, in persistent computing
sessions, multiple instances of authentication data (e.g., 240)
can be exchanged over the life of the computing session to
re-authenticate the participating computing device (e.g., 210)
at multiple points in the computing session to re-confirm that
the participating computing device continues to be collocated
with and receiving authentication data from a particular wire-
less token device 205.

Application server 275 can host computing sessions tai-
lored to or otherwise associated with a particular user. User
profiles (e.g., 288) can be maintained for a plurality of users
that can consume computing sessions hosted by the applica-
tion server 275. Users’ identities can be verified and estab-
lished by the application server 275, in some implementa-
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tions, using a user manager 282. User manager 282 can, in
some instances, identify a user and corresponding user profile
data (e.g., 288) from authentication data received by the
application server 275, including authentication data origi-
nating from a wireless token device (e.g., 205) associated
with the corresponding user. Further, the applications and
services (e.g., 292) provided by the application server in the
session can also be tailored to the particular user.

Turning to FIG. 3A, example interactions and operations
are represented in block diagram 300q involving a wireless
token device 305 and a cooperating computing device, such
as an example touchscreen computer 310. Wireless token
device 305 and touchscreen computing device 310 can dis-
cover that the other device is within range of a particular short
range wireless network 340 (and therefore substantially
within range of, or collocated with the other device). In some
instances, one or both of wireless token device 305 and touch-
screen computing device 310 can be configured so that
another device is determined to be in-range when the other
device exhibits a signal strength suggesting that the other
device is within a particular threshold proximity of the other
device, thereby implying that the user (e.g., 315) of the coop-
erating computing device (e.g., 310) and the holder of the
wireless token device (e.g., 305) are the same person or oth-
erwise collocated. Upon establishing that the devices are
substantially collocated, a connection link, or pairing can be
established between the two devices 305, 310, for instance,
using traditional Bluetooth connection protocols or other
handshaking or session building protocols.

Upon establishing a communication link between the wire-
less token device 305 and touchscreen computing device 310,
authentication data can be transmitted over the link from the
wireless token device 305 to the cooperating computing
device 310. The authentication data can include, for instance,
a digital signature verifying (or capable of being processed by
cooperating computing device 310 to verify) the identity and
authenticity of the wireless token device 305 and thereby also
its holder/user (e.g., 315). In one example, failure to identify
a legitimate wireless token 305 (such as a token device that
has been pre-registered with the computing device 310) can
cause a particular cooperating computing device 310 to
remain locked and unusable. In such instances, without the
co-presence of an authorized wireless token device 305, the
particular cooperating computing device 310 can be rendered
useless, disincentivizing theft or attempted unauthorized
access of the device and protecting data stored or accessible
through the device 310. In some instances, data on the coop-
erating computing device 310 can be encrypted and can only
be decrypted using keys provided through an authorized wire-
less token device (e.g., 305). Further, in some instance, if the
holder of an authorized wireless token device 305 authenti-
cates to a cooperating computing device 310, the cooperating
computing device 305 can detect (e.g., based on the wireless
token becoming out-of-range of their short-range wireless
network link) that the wireless token device 305 is out-of-
range of the cooperating computing device 310, triggering the
automatic locking of the cooperating computing device.
Accordingly, in such instances, a cooperating computing
device can be provided whose access is substantially depen-
dent on the physical presence of an authorized user (i.e., auser
holding an authorized wireless token device (e.g., 305).

FIG. 3B illustrates another example of interaction and
operations between devices 305, 310 shown in block diagram
3005. In some instances, two-factor authentication can be
used to authenticate a user 315 to a particular cooperating
device 305. For instance, as in the example of FIG. 3A,
authentication data can be communicated from the wireless
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token device 305 to a potential cooperating device in order to
identify that the token is valid and authentic. However, in
some instances, such protections might not guard against
instances where an unauthorized user gains access to both the
cooperating computing device 310 and the wireless token
device 305. Accordingly, two-factor authentication can be
provided by prompting the user 315 for biometric or other
inputs confirming the user’s identity. Such inputs can include,
for example, a PIN or other password entered via the touch-
screen of device 310, a voice sample captured by a micro-
phone of cooperating device 310 (e.g., to be compared to a
voice sample of an authorized user using voice recognition
processes), a fingerprint scan, facial recognition (e.g., using a
camera of the cooperating device 310), or other authentica-
tion information provided from the user through a user inter-
face of the cooperating device 310.

In one example, authentication data communicated to the
cooperating computing device 310 by wireless token device
305 can include an encrypted message indicating a password
or other user-provided authentication data. The message can
be encrypted, for instance, using a private key of the wireless
token device, allowing holders of a public key of the wireless
token device to authenticate the wireless token device 305 by
virtue of the cooperating computing device 310 holding a
public key paired to the private key of the particular wireless
token device 305. In this particular example, if the cooperat-
ing computing device holds the public key, it can determine
that it has previously communicated (e.g., been paired) with
the wireless token device 305 if it is able to decrypt the
encrypted authentication data message received from the
wireless token device 305. The cooperating computing device
310 can decrypt the message to identify proper values of
secondary user-provided data to be entered by the user 315.
For example, the authentication message, when decrypted by
the cooperating computing device, can reveal a password (or
voice profile data, or other authentication information) to the
cooperating computing device for comparison against user-
entered authentication data. If the user then correctly enters
the contained password via a user interface of the cooperating
computing device (e.g., a touchscreen) the user can be
authenticated to the device 310.

A wireless token device 305 can simplify authentication to
cooperating computing devices 310 by allowing its holder to
automatically authenticate to a device based on the holder
possessing the wireless token device 305. Two-factor authen-
tication, in some instances, can compromise this particular
advantage, by forcing the user to provide the cooperating
computing device with secondary authentication informa-
tion. Accordingly, in some implementations, two-factor
authentication can be invoked periodically or sporadically so
that in most instances mere possession of the wireless token
device 305 is sufficient to authenticate the user to the coop-
erating computing device 310, while in other select instances
(e.g., once a week, after a prolonged period since the last
authentication, random instances, etc.) two-factor authenti-
cation is applied forcing the user to provide supplementary
authentication information in addition to the authentication
data provided by the wireless token device 205.

Turning to the block diagram 300c¢ of FIG. 3C, in some
instances, a wireless token device 305 can provide a cooper-
ating computing device 310 with data stored on the wireless
token device 305. Such data can include passwords, encryp-
tion keys, files, applets, programs, data objects, and other data
for consumption or use by a cooperating computing device
(e.g., 310). In a sense, in some instances, a wireless token
device 310 can function as a wireless storage device for use by
one or more cooperating computing devices 310. To protect
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access to the data stored on the wireless token device 305,
access to the data can be restricted to authenticated cooper-
ating computing devices. For instance, authentication data,
such as a digital signature or token can be provided to the
wireless token device 305 by the cooperating computing
device 310 to authenticate the cooperating computing device
atthe wireless token device 305. In some examples, particular
cooperating computing devices can be authenticated to and
access only a portion of the data stored on a particular wire-
less token device, while other cooperating computing devices
can be authenticated to and access other portions (or all shar-
able) data stored on the wireless token device.

In some instances, cooperative interaction between a wire-
less token device 305 and a cooperating computing device
310 can include a pairing or mutual authentication, with
authentication data be exchanged to both authenticate the
wireless token device to the cooperating computing device
(e.g., as in the examples of FIGS. 3A-3B) and authenticate the
cooperating computing device to the wireless token device or
particular data stored on the wireless token device. Further,
multi-factor authentication can be applied to authenticate
either or both the wireless token device (as in the example of
FIG. 3B) and the cooperating computing device. For instance,
in some examples, a user can enter authentication information
(e.g., a password, voice sample, etc.) to corroborate authen-
tication data, such as a digital signature of the cooperating
computing device, sent from the cooperating computing
device to the wireless token device. Indeed, in some
examples, user-provided data can be encapsulated in authen-
tication data sent by the cooperating computing device to the
wireless token device, such as by encrypting the user-pro-
vided password using a private key of the cooperating com-
puting device.

Upon authenticating that the cooperating computing
device 310 is trusted to access data stored on the wireless
token device 305, the wireless token device 305 can send data
320, to which the cooperating computing device 310 is
authenticated, over the short-range network to the cooperat-
ing computing device 310 for consumption by the cooperat-
ing computing device 310. In some examples, cooperating
computing device 310 can load the data 320 to execute a
program on cooperating computing device 310 or load the
data for use by an application installed on the cooperating
computing device 310, among other examples. For instance,
data 320 can include files for consumption using office pro-
ductivity software or other programs executed on the coop-
erating device. Cooperating computing device 310 can render
data 320 received by the wireless token device 305 for pre-
sentation to the user 325 acting as the holder of the wireless
token device 305 and user of cooperating computing device
310. In other instances, data 320 can include executable files
that can be authenticated to and executed by cooperating
device 310.

As shown in the example of FIG. 3D, in some examples, a
user 315 can interact with a user interface of the cooperating
computing device 310, such as a graphical user interface or
audio/voice interface to thereby interact with, manage the use
of, and in some cases modify the data 320 accessed by the
cooperating computing device 310 from the wireless token
device 305. For instance, a user can interact with data 320
accessed by cooperating computing device 310 and presented
to the user 315 using user interfaces of the cooperating com-
puting device 310. These user interactions can include
requests to edit, supplement, delete, and other modify the data
(i.e., 320) presented on cooperating computing device 310.
Such changes can be communicated to the wireless token
device 305 to update the data 320, as stored on the wireless
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token device, in accordance with the changes to the data 320
made at the cooperating computing device 310. Cooperating
computing device 310 can temporarily store a copy of
received data 320 and make changes to the copy of data 320
in accordance with received user interactions with the data
320. In some cases, cooperating computing device 310 can
communicate the modified copy of the data 320 to the wire-
less token device 305 (for instance, at the close of access
session using cooperating computing device 310) and the
communicated copy can overwrite, at the wireless token
device 305, the original data. In other instances, cooperating
computing device 310 can communicate a record indicating
the changes (i.e., a delta) to be made to the stored data 320 at
the wireless token device 305 to bring the wireless token
device’s copy of data 320 into accordance with a copy of the
data 320 modified at cooperating computing device 310
through interactions of a user 315.

Further, in some implementations, cooperating computing
device 310 can provide continuing, real-time, periodic, or
otherwise multiple communications of data modifications to
wireless token device 305 for use by the wireless token device
305 in updating the data 320. A user 315, and holder of
wireless token device 305, in some examples, can first use
wireless token device 305 to begin accessing data (e.g., 320)
stored on the wireless token device 305 using a first cooper-
ating computing device 310, and then interrupt the use ses-
sion to move to another second cooperating computing
device, using the second computing device to continue modi-
fying the data 320, picking up where the user left off using the
first cooperating computing device. Indeed, the wireless
nature of wireless token device 305 makes the ability to easily
migrate from one computing device (and user interface) to
another, including different computing devices separated
from each other by some distance.

As shown in the examples of FIGS. 3E-3F, in some imple-
mentations, a wireless token device 305 can be used to not
only authenticate a user to use of a particular cooperating
computing device 310 and data and programs stored locally
on cooperating computing device 310, wireless token device
305 can be used to authenticate to remote data stores (e.g.,
325), including cloud-based data storage system, accessible
over wider area networks (e.g., 345), including global net-
works such as the Internet. Turning to FIG. 3E, a wireless
token device 305 can send authentication data 330 that is
adapted to authenticate the holder ofthe wireless token device
305 to data (e.g., 335) maintained and served at a remote data
server 325. In some instances, authentication data 330 can
include authentication data used to authenticate the wireless
token device 305 (and thereby also its holder) to a cooperating
computing device 310. The cooperating computing device
310 can use the received authentication data 330 to connect to
the data server 325 and retrieve data 335 stored on the data
server. Such data can include user-specific data, such asuser’s
personal files, user profile data, and other data. In some
examples, data 335 can include an image of user profile data
usable across a variety of different (cooperating) computing
devices (e.g., 310), allowing a user to maintain a common set
of data allowing a desktop environment of the user to be
mirrored (and accessed) across each of a plurality of devices
held by the user.

In some examples, each of a plurality of particular com-
puting devices (e.g., 310) such as smart phones, tablet com-
puters, personal laptops, workplace computer, etc. can be
registered with data server 325 and authentication data 350
used to authenticate to the data 335 stored at data server can
be maintained locally and securely at each of the registered
devices. In such examples, a user can gain access to remotely-
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stored data 335 by authenticating to the particular computing
device using a corresponding wireless token device using
principles similar to those described in connection with the
examples of FIGS. 3A-3B. In such instances, the wireless
token device 305 authenticates an authorized user 315 to use
a corresponding cooperating computing device (e.g., 310) as
well as the authentication data 350 for use in authenticating
users to data maintained remote data store 325.

In other examples, authentication to particular data main-
tained at a remote data store, such as a cloud-based data
server, can be decoupled from particular cooperating com-
puting devices. This can be advantageous, among other rea-
sons, inthat it allows a user to access data (e.g., 335) stored on
cooperating computing devices using theoretically any com-
puting device capable of accessing and consuming the data
335, including public and other shared, multi-user computing
devices. For example, in some implementations, authentica-
tion data 330 can include authentication data 350 maintained
at wireless token device 305. To secure authentication data
350, authentication data 350 can be encrypted, for instance,
so that only wireless token device 305 and remote data stor-
age system 325 are able to access the authentication data 350
in the clear. In other instances, one-time passwords (such as
rooted in hardware), randomized authentication data, or other
perishable or variable authentication data can be utilized,
preventing reuse of the authentication data by the cooperating
computing device when not in the presence of the wireless
token device 305.

In either instance, upon authenticating to data server 325
using authentication data 350, at least some of the data (e.g.,
335) authenticated to using authentication data (based on
authentication of an authorized user using wireless token
device 305) can be communicated to the cooperating com-
puting device 310 for consumption using cooperating com-
puting device 310. For instance, data 335 can be rendered and
presented to the user 315 via a user interface of the cooper-
ating computing device. Further, as in previous examples, and
as illustrated in F1G. 3F, a user, in some instances, can interact
with data 335 presented on the user interface of cooperating
computing device 310. Such interactions, as in previous
examples, can include request to modify the data 335, trig-
gering corresponding modifications of the data as stored at
data server 325. For instance, a copy of the data 335 as
maintained by and modified using cooperating computing
device 310 can be communicated back to the remote data
server to overwrite the previous version of data 335. In other
instances, cooperating computing device 310 can maintain a
connection with data server and access and modify the data
335 directly from the remote data server, communicating user
interactions affecting the data 335 to the remote data server,
thereby changing the data directly at the remote data server
325, among other examples.

As noted above, as the collection of devices used and
possessed by a user increase, the potential that one of these
devices is lost, stolen, or is subject to unauthorized accessed
increases. Further, as the size of computers decreases and
their mobility increases, the opportunity for loss increases.
Given the expanding feature set of such devices, and users’
reliance on them, users can suffer great harm from device or
data loss. By providing a token device easily wearable by or
otherwise physically connectable to a user (i.e., devices small
in size, without space-intensive tactile interface or graphical
displays), authentication to and protection of multiple user
computing devices can be more intimately and physically tied
to a user. Indeed, as shown in the example of FIG. 4, a single
wireless token device can be provided for authenticating to
multiple user computing devices.
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As illustrated in FIG. 4, a single wireless token device (e.g.,
405) can operate cooperatively with multiple different coop-
erating devices (e.g., 415, 420). Similarly, a single cooperat-
ing device (e.g., 415) can operate cooperatively with mul-
tiple, different wireless token devices (e.g., 405, 410). For
instance, a user of a single wireless token device (e.g., 405)
can authenticate to multiple cooperating devices and utilize
the devices to accept inputs or present outputs of data on
behalf of (or authenticated to) through the wireless token
device 405. For example, a user can carry or wear a wireless
token device 405, 410 throughout the day and may come in
contact with or be in closest proximity to multiple different
devices that a user can authenticate to and use. Indeed, a user
can migrate from one device to another, authenticating auto-
matically and even carrying over sessions from one device to
another device based on the presence of the wireless token
device 405. For example, a user can begin accessing and
modifying data authenticated to using the wireless token
device 405 (such as cloud-based data) while seated in front of
a personal computer (e.g., 415) in one instance. In a subse-
quent instance, the user may wish to access or use the same
data on a second, different cooperating computing device
(i.e., while using or in proximity of the second cooperating
computing device). For example, the user can access a device
such as a notepad computer, portable media player, in-car
navigation or media controller device, video game console,
computer kiosk or other public computer, or another comput-
ing device adapted to render data and/or programs authenti-
cated to using the wireless token device 405. Further, in some
instances, a user can use a single wireless token device 405 to
authenticate to and concurrently use multiple different com-
puting devices, such as both the user’s smartphone and the
user’s laptop computer.

As noted above, an example cooperating computing device
(e.g., 415) can also be authenticated to and maintain relation-
ships with multiple different wireless token devices (e.g.,
405, 410). For example, in an office or household where
multiple wireless token devices are owned and utilized (and
associated with particular users), one or more computing
devices can be used as cooperating computing devices shared
between the multiple wireless token devices. Public, semi-
public, or other shared computing devices can also be con-
figured to connect to and provide I/O support to users based
on the users’ holding a respective wireless token device cor-
responding with the user. For instance, a user can be identified
at a particular computing device, such as a shared office
workstation, a university computer lab, an internet café, or
other environment, based on the user’s possession of a cor-
responding wireless token device. In still other examples,
kiosk computing devices can be provided that are configured
with touchpads, or other user interface devices, together with
short range networking capabilities (e.g., using Bluetooth,
WiFi, or another protocol), allowing the kiosk devices to
connect to and serve as a public cooperating computing
device for use by a plurality of different users. The kiosk can
be customized to the particular user based on the detection of
a particular wireless token device held by the user. In some
implementations, a wireless token device can pair to a kiosk
orother public or shared computing device, for instance using
aonce-only pairing (e.g., that does not result in credentials of
the simplified mobile communication device being stored by
the shared computing device). Further, use of a shared com-
puting devices by particular users can be tracked and/or mon-
etized based on the detection of users’ corresponding wireless
token devices, so that users of the devices can access the
shared computing device and be billed in accordance with
their use of the device, for instance.
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In some implementations, a wireless token device (e.g.,
405) can be connected to and used by a particular cooperating
computing device (e.g., 415, 42) to identify a particular user
(i.e., of the wireless token device) and access profiles and
other data (including files, application data, contact lists,
email, histories, and other data associated with or authorized
for access by the particular user) (collectively “user profile
data” (e.g., 425a, 4255, 430)) corresponding to the authenti-
cated user. For example, particular user profile data (e.g.,
425a, 4255, 430) can be accessed using particular cooperat-
ing computing devices (e.g., 415, 420). In some instances,
particular user data (e.g., 4255) corresponding to one or more
users can be stored locally in memory (e.g., 435) of a coop-
erating computing device and made available upon authenti-
cation of the corresponding user. For example, a first user of
a wireless token device 405 can utilize the wireless token
device 405 to authenticate the first user on a first cooperating
computing device 420 to access particular user profile data
425b stored on the device 420.

In some examples, multiple, different user profiles 425a,
430, each associated with a different user (via an associated
wireless token device (e.g., 405, 410)) can be accessed using
a single cooperating computing device (e.g., 415). For
example, cooperating computing device 415 can establish a
connection with one of a plurality of wireless token devices
405, 410 and authenticate a user to the cooperating computing
device 415 based on authentication data received from the
respective wireless token device. Through the authentication
data (and/or user identification data) received from the
respective wireless token device, the cooperating computing
device 415 can identify user profile data for the corresponding
user, including files and data with access restricted to the
corresponding user. Such profile data can be included among
a plurality of profiles, and stored locally on the cooperating
computing device. In other instances, the user profile data can
be accessible from a remote storage system (e.g., 440) and the
authentication data received from the wireless token device
can be used to authenticate the cooperating computing
device’ access to the remote data store.

In still further examples, the use of remote or cloud-based
user profile data stores can allow a user to provision one of a
plurality of different devices with user profile data. In one
implementation, wireless token devices (e.g., 405, 410) can
provide authentication data to one of a plurality of cooperat-
ing computing devices allowing the cooperating computing
device to retrieve user profile data from a remote data store
(e.g., 445) and provision the cooperating computing device
with the user profile data. In some instances, provisioning the
cooperating computing device can serve to at least tempo-
rarily cause the cooperating computing device to mirror the
personal settings and data present on the user’s personal
computer(s). Accordingly, through the use of a wireless token
device, a user can move from one computing device to the
next and allow their personal data to be provided (at least
temporarily) on each of the devices. In some instances, the
cooperating computing devices merely serve as a client for
accessing and changing data that is stored and maintained at
a cloud-based or other remote data store (e.g., 445). In either
event, a user can easily make use of multiple computing
devices, including devices not owned or normally used by the
user, while enjoying access to their personal data and files
securely based on access to the user’s personal profiles and
data being linked to the user’s physical possession of (and in
some cases authorization to) a wireless token device associ-
ated with the user.

In some instances, authentication of a user to a particular
cooperating computing device can serve to allow access to
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user profile data (e.g., 425a, 430) stored remotely from the
cooperating computing device and wireless token device
(e.g., 405, 410). For instance, user profile data 425a, 430 for
a plurality of users can be maintained in a distributed com-
puting environment, such as server pools or cloud-based data
storage environments (e.g., 440). The cloud session can allow
data to persist between various cooperating devices authen-
ticated to using the wireless token device. For instance, a user
can begin typing an email or other document on a first coop-
erating computing device and move to a second cooperating
computing device, maintaining the cloud session and allow-
ing the user to access and continue drafting the incomplete
email from the first cooperating computing device (i.e., so
long as the user still possesses the corresponding wireless
token device). A cooperating computing device (e.g., 415)
can serve as a client to the data servers (e.g., 445) and utilize
authentication data provided by a wireless token device (e.g.,
405, 410) to gain authorization to access and/or be provi-
sioned with data maintained by the cloud-based data store
445 for a user associated with the wireless token device.
Alternatively, authentication data to cloud-based data store
445 can be maintained at the cooperating computing device
(e.g., 415), with the authentication data of the wireless token
device 405 serving to unlock use of the cooperating comput-
ing device 415 and thereby also the data in data store 440 or
the cooperating computing device’s access to remote data
stores (e.g., 445).

FIGS. 5A-5C are simplified block diagrams 500qa-c illus-
trating some example configurations for using wireless token
devices in connection with a persistent computing session.
Forinstance, as shown in FIG. 5A, a token device 505 carried
by a particular user 510 can connect to nearby computing
devices, such as tablet computer 515, over a short range
wireless network 525a. The token device 505 can send
authentication data over the short range wireless network
525a to the tablet device 515 for use by the tablet device 515
in authenticating to a persistent computing session hosted by
a remote persistent session server 530. The token device 505
can be used to conveniently and automatically authenticate
the user 510 to a persistent computing session to which users
of token device 505 are authorized to access. Further, as in
some of the examples detailed above, in addition to providing
authentication data for a persistent computing session, a wire-
less token device 505 can further authenticate a user 510 to the
cooperating computing devices (e.g., 515, 520) themselves,
as well as user profile data and other resources accessible
through the cooperating computing devices (e.g., 515, 520).

Persistent session server 530 can serve applications, data,
and other services to client computing devices over a wide
area network (WAN) 5354, such as the Internet. One or more
software applications, services, or systems (e.g., 540) can be
made available to users in a persistent computing session.
Such an application 540 and persistent computing session can
include such examples as a web-based email client, streaming
media player system, video gaming system, office productiv-
ity session, video teleconference, among other examples. Par-
ticular data 545 can be used in the persistent session. The data
545 can be associated with a particular user (e.g., user 510)
and corresponding user profile, and access and use of the data
545 can be limited to users able to provide particular authen-
tication data (e.g., using wireless token device 505) for use by
the persistent session server 530 in authorizing access to the
persistent computing session by one or more client comput-
ing devices (e.g., 515, 520).

In the example of FIG. 5A, a user 510 utilizes wireless
token device 505 to send authentication data maintained at the
token device 505 to tablet computer 515 for forwarding to the
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persistent session server 530 over network 535a. By so doing,
the user 510 can cause tablet computer 515 to be authenti-
cated to and join the persistent computing session, allowing
the user to begin (or continue), at a first instance, consuming
resources and services provided through the persistent com-
puting session using the tablet computer 515. Turning to FI1G.
5B, the user 510, while the computing session persists, may
choose to switch devices during the session for any variety of
reasons, such as low battery power of the first device (e.g.,
515), to utilize enhanced capabilities of another computing
device, because the user has changed locations (e.g., moved
to the location of the other computing device), because
another user wants to take control of the first device, among
other examples. In the example of FIG. 5B, a user 510 has
moved (with wireless token device 505) from the tablet com-
puter device 515 to laptop computer device 520. Upon bring-
ing the wireless token device 505 within range of the laptop
computer 520, wireless token device 505 and laptop com-
puter 520 can discover one another over a short range wireless
network 5255 and wireless token device 505 can communi-
cate authentication data to the laptop computer 520 allowing
laptop computer 520 to then forward at least a portion of the
received authentication data to persistent session server 530
(e.g., over network 535b) and authenticate to the same per-
sistent computing session accessed by tablet computer 515. In
this way, a user 510 can migrate between devices during a
single persistent computing session, provided the user 510 is
in possession of wireless token device 505.

In some implementations, when a second cooperating
computing device (e.g., 520) joins a persistent computing
session in-progress, the second cooperating computing
device can begin consuming the resources available in the
session at that moment and, effectively, pick-up (or join)
where the first cooperating computing device (e.g., 515) left
off when the second cooperating computing device joined the
session (or when the first cooperating computing device left
the session). In some instances, Uls of the first and second
cooperating computing devices can present resources of the
persistent computing session to the user 510, for instance, via
speakers, graphical displays, and the like. In some instances,
the UI capabilities of two different cooperating computing
devices can be substantially similar and the persistent com-
puting session can be presented to and interacted with by the
user in substantially the same manner on each device. In other
instances, a first cooperating computing device (e.g., 515)
first used by a user in a persistent computing session can
possess different Ul capabilities, as well as different data
storage capabilities, software applications, operating system,
etc. than a second, different cooperating computing device
(e.g., 520) later (or concurrently) used by the user 510 in the
same persistent computing session. Consequently, presenta-
tion of resources of the persistent computing session can be
different from client device to client device (e.g., 515 vs.
520). Additionally, software and hardware on each respective
device can change how a user is able to interact with and
consume resources within the persistent computing session.
Such differences can include the screen size and resolution of
each cooperating computing device’s respective display
device (e.g., influencing how GUIs of the persistent comput-
ing session are rendered on the respective devices), the types
of Uls available to the user for participating in the persistent
computing session (e.g., a keyboard, web camera, touch-
screen, microphone, or other interface available on one device
that may not be available on another), network communica-
tion capabilities (e.g., where one device possesses cellular
communication capabilities allowing a user to place a cell
phone call in connection with the persistent session), software
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capabilities (e.g., the presence of particular applications able
to edit, access, render, save, etc. particular types of files and
data served in the persistent session), among other examples.

Such differences between cooperating computing devices
can influence how a user chooses to utilize different devices
within a single persistent computing session, as well as how
the persistent session server 530 interacts with each device.
Accordingly, in connection with joining a persistent comput-
ing session, in some examples, device identification data can
be shared with the persistent session server 530 that can be
used by the persistent session server 530 to identify the
respective capabilities and type of each device participating
in the persistent session. Indeed, the persistent session server
530 can tailor data and resources served in the session based
on an identification of the corresponding type or capabilities
of a participating cooperating computing device. In some
instances, the device identifier can identify such capabilities
asinstalled operating system, applications, display resolution
characteristics, user interface and other hardware capabili-
ties, among other examples. Further, in some examples,
device identifier data can be sent together with or embedded
in authentication data sent (or forwarded) from the participat-
ing cooperating computing device to the persistent session
server 530. Indeed, full authentication of a particular device
can be further conditioned on determining (e.g., from the
device identifier data and other information) whether the
device possesses a minimum level of system requirements
and other characteristics for participating in the persistent
computing session. In other instances, device identifier data
can be sent after authenticating a particular cooperating com-
puting device and apart from the authentication data.

As in other examples described herein, authentication of a
wireless token device 505 and/or cooperating computing
device (e.g., tablet computer 515, laptop computer 520) to a
persistent computing session can be based on a prior regis-
tration or pairing between the wireless token device (and/or
cooperating computing device) and the system hosting the
persistent computing session (e.g., persistent session server
530). In some implementations, the first time a wireless token
device 505 attempts to authenticate to a remote persistent
session server 530 (i.e., through a cooperating computing
device (e.g., 515, 520)), a pairing routine can be completed to
mutually authenticate, or pair, the devices to the each other.
For instance, digital certificates can be generated by each of
the wireless token device 505 (and/or cooperating computing
device) and persistent session server 530, and combined with
the public key of the other device for use in pairing and
establishing a trusted relationship between the two cooperat-
ing devices without requiring the GUUID (or other keys) to be
explicitly shared between the devices. Other techniques can
also be employed to pair, register, or otherwise establish a
relationship between a wireless token device (and/or cooper-
ating computing device) and the persistent session server 530.
Pairing the devices can also establish how the devices com-
municate and authenticate in the future.

In some implementations, upon removing token device
505 from the presence of'a first cooperating computing device
(e.g., tablet computer 515) for use of the token device 505
with a second cooperating computing device in the same
persistent computing session, the first device’s participation
in the persistent computing session can be deconstructed and
terminated. For instance, if the wireless token device 505 is no
longer collocated with tablet computer 515 and able to com-
municate with tablet computer 515 over short range wireless
network 525a, the tablet computer 515 can be disassociated
with and logically disconnected from the persistent comput-
ing session.
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In some instances, a particular cooperating computing
device can be authenticated and re-authenticated during the
duration of the particular cooperating computing device’s
participation in a persistent computing session. The authen-
tication and each re-authentication can be based on authenti-
cation data originating from a wireless token device (e.g.,
505). For instance, wireless token device can send a series of
different authentication data expected by the persistent ses-
sion server 530 during the session. The series of authentica-
tion data can be pre-negotiated by the wireless token device
505 in connection with a registration, or pairing, of the wire-
less token device with the persistent session server 530. For
instance, each authentication data package sent by the wire-
less token device for use in a persistent computing session can
be numbered, time-stamped, or otherwise tagged according
to a protocol established between the wireless token device
505 and persistent session server 530 (e.g., during a pairing of
the wireless token device 505 with the persistent session
server 530) and the tag can be encrypted so that only the
persistent session server can read and authenticate the tags
(and remaining authentication data) in the clear. Accordingly,
if a participating cooperating computing device (e.g., 515) is
no longer communicating with wireless token device 505
(e.g., over a short range network 5254), the cooperating com-
puting device will not be able to receive or forward the most
recent (re)authentication data and can be removed from the
session by the persistent session server 530. In other
examples, upon detecting that a wireless token device 505 is
no longer in communication with a participating cooperating
computing device (e.g., 510), the cooperating computing
device can send a message to the persistent session server 530
alerting the persistent session server 530 that the cooperating
computing device is no longer collocated with the wireless
token device 505, the cooperating computing device, in
essence, voluntarily removing itself (i.e., terminating) from
the persistent computing session based on the removal of the
wireless token device 505 from the presence of the cooperat-
ing computing device.

In other examples, authentication data for authorizing a
particular cooperating computing device’s participation in
persistent computing sessions hosted by a persistent session
server 350 can be maintained at the particular cooperating
computing device (e.g., at 515, 520) and access to and trans-
mission of the authentication data to the persistent session
server can be unlocked conditioned on the wireless token
device (e.g., 505) authenticating to the cooperating comput-
ing device (e.g., 515, 520). For instance, a wireless token
device 505 can send first authentication data to a cooperating
table computer 505 to authenticate the user (e.g., 510) to the
tablet computer 515 and/or second authentication data main-
tained on the tablet computer 515 (e.g., consistent with some
of the authentication principles of other examples illustrated
and discussed above). The second authentication data, in
some examples, can be specific to the tablet computer 515 and
based on a particular pairing of tablet computer 515 and
persistent session server 530. Further, upon recognizing that
the user 510 is authorized to access the second authentication
data, the tablet computer 515 can use the second authentica-
tion data to authenticate to the persistent session server,
thereby allowing the user 510 to consume resources of the
persistent session server using the table computer 505. Addi-
tionally, third authentication data can be maintained on laptop
computer 520 (e.g., based on a particular pairing of laptop
computer 520 and persistent session server 530). Authentica-
tion of the user 510 to the laptop computer 520 (i.e., using
authentication data from wireless token device 505) can then
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unlock use of the third authentication data to authenticate a
user’s (e.g., 510) use of the laptop computer 520 within the
persistent computing session.

Turning to FIG. 5C, in some examples, a user can utilize
multiple computing devices in connection with and during
the course of the user’s participation in a persistent comput-
ing session. Further, in some implementations, by concur-
rently collocating a wireless token device (e.g., 505) with
multiple cooperating computing devices (e.g., 515, 520), the
wireless token device 505 can engage in two or more concur-
rent communication sessions which each of the collocated
cooperating computing devices (e.g., 515, 520) to provide
each device with respective authentication data for use in
connection with authorizing the user’s 510 access to the per-
sistent computing session and the user’s use of each of the two
or more cooperating computing device, as illustrated in FIG.
5C. In some instances, a user may desire the concurrent use of
two different computing devices within a single persistent
computing session, for instance, to supplement the capabili-
ties and features of one device with those of another. While
the block diagram 500c¢ of FIG. 5C shows each of devices
presenting substantially similar GUIs, in some instances, the
differences between the concurrently participating cooperat-
ing computing devices can result in varied presentations of
the same persistent computing session based, for instance, on
the respective differences in the capabilities of the device.
Similarly, in other instances, a single wireless token device
505 can be used to authenticate a user’s participation in mul-
tiple different persistent computing sessions, using one
device to consume each of the multiple different sessions, or
multiple different devices (communicating with wireless
token device 505) each participating in a different one of the
multiple different sessions.

Turning to FIGS. 6A-6C, simplified block diagrams
600a-c are shown of example implementations of wireless
token devices embodied in (and doubling as) more robust
personal computing devices, such as a cell phone, smart
phone or other easily portable computing device. For
instance, in one particular example, a smartphone (or other)
device (e.g., 605) can store authentication data for use in
authenticating a user to other computing devices (e.g., 615,
620) and/or authenticating to data, applications, and comput-
ing sessions (including persistent computing sessions) acces-
sible through other cooperating computing devices (e.g., 615,
620). Further, in some examples, a feature-rich wireless token
device, such as the smartphone 605, can itself possess func-
tionality for directly consuming at least some of the data and
services that a cooperating computing device can. Further, a
feature-rich wireless token device can possess more robust
communications capabilities allowing the wireless token
device to connect to and communicate over longer range
networks, including the Internet, in addition to connections
over short-range wireless networks (i.e., in connection with
its authentication activities, described in detail above). In
such instances, a feature-rich wireless token device can uti-
lize such wide area network communication capabilities to,
among other things, update, acquire, and otherwise manage
authentication data stored on the wireless token device foruse
in authenticating the wireless token device’s holder to various
other devices, data, and services.

In the example of FIG. 6A, a user 610 can take advantage
of'the network communication capabilities of wireless device
605, such as broadband cellular communication capabilities,
to access data, services, and other resources served by a
remote server 625, such as a web-based server, over a wide
area network 630a. Turning to FIG. 6B, the wireless device
(e.g., smartphone 605) can be collocated with another com-
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puting device, such as tablet computer 615, and communicate
over a short range network 635a to both identify that the
devices are within range of each other, and to communicate
authentication data stored on the feature-rich smartphone
device 605 from the smartphone 605 to the tablet computer
615. The authentication data, similar to other examples dis-
cussed and illustrated above, can be used to authenticate the
holder (e.g., 610) of the feature-rich token device (smart-
phone 605) to the tablet device 615, and/or peripherals
attached to the tablet device 615, servers (e.g., 625, 640) and
services accessible to the tablet device, and private data
accessible using the tablet device 615 (including data stored
on either tablet device 615 or servers 625, 640).

In some instances, a user 610 can consume and authenti-
cate to persistent computing sessions, remote data stores,
cloud systems, and the like using a feature-rich wireless token
device (e.g., 605). Indeed, in some examples, a user 610 can
utilize the features of a feature-rich wireless token device 605
to begin participating in a persistent computing session using
the feature-rich wireless token device 605. When the user 610
brings wireless token device 605 into range of another poten-
tial cooperating computing device (e.g., 615), authentication
data canbe sent to the cooperating computing device 615 over
a short range wireless network 635a for use by the first coop-
erating computing device 615 in authenticating to and joining
(or replacing) the feature-rich wireless token device 605 in
the same persistent computing session. Further, as in the
examples of FIGS. 5A-5C, relocating the feature-rich wire-
less token device 605 to a different cooperating computing
device, such as laptop computer 620 in the example of FIG.
6C, can cause the additional cooperating computing device
(e.g., 620) to automatically authenticate to a server hosting
the persistent computing session and supplement or replace a
previously-used cooperating computing device (e.g., 615)
authenticated to the session using a feature-rich wireless
token device 605.

In some instances, a feature-rich wireless token device 605
may be able to communicate and access some of the services
and resources served by systems (e.g., 625) also accessible to
cooperating computing devices (e.g., 615, 620). In other
instances, a feature-rich wireless token device may not be
capable or configured to communicate with or utilize
resources of other systems and servers (e.g., 640) that would
otherwise be accessible using a cooperating computing
device (e.g., 615, 620). In some implementations, cooperat-
ing computing devices can be closely associated with remote
data servers and networks, such as instances where the coop-
erating computing device includes a set top box device, such
as a cable or satellite set top box communicating with dedi-
cated servers, such as a headend or headend in the sky server
system, a video game system communicating with one or
more dedicated video game servers or networks, and the like.

For instance, as shown in the example of FIGS. 6D and 6E,
a user 610 carrying a wireless token device, including sim-
plified or feature-rich wireless token devices (a feature-rich
wireless token device is represented in the particular example
illustrated in FIGS. 6D and 6E, although a simplified wireless
token device could also be used), can be authenticated to a
cooperating computing device 645 having a dedicated net-
work (e.g., 650) connection to one or more dedicated servers
(e.g., 655). The user 610, as shown in FIG. 6D, can collocate
the wireless token device 605 with the cooperating computing
device 645 and be authenticated to the cooperating computing
device 645 and thereby also the network 650 through the
sharing of authentication data stored on the wireless token
device with the cooperating computing device 645 over a
short range wireless network 635¢, consistent with at least
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some of the principles outlined in other examples above.
Further, authentication of the user 610 on the dedicated net-
work 650, such as a cable or satellite television network,
video game network, or other media network, can cause the
settings, preferences, recordings, channel subscriptions,
game data, etc. of the user 610 to be automatically loaded or
otherwise made accessible to the user over cooperating com-
puting device 645 based on the presence of the wireless token
device 645. Further, as shown in FIG. 6E, the user 610 can
move, with the wireless token device 605, to another location
where another cooperating computing device (e.g., set top
box 660) is present that also connects to the dedicated net-
work 650. The user 610 can then use wireless token device
605 again authenticate to the network 650 over cooperating
computing device 660 using short range wireless network
6354 and have the user’s same preferences, settings, subscrip-
tions, recordings, etc. again made available to the user 610
(e.g., even when set top box 660 is not owned/leased by,
present on the property of, or otherwise directly controlled by
the user 610) allowing the user 610 to enjoy access to the
services of the network 650 as if the user were at home using
the user’s own set top box, among other examples.

Further, in addition to at least partially unlocking data,
applications, and functionality of a cooperating computing
device through the sharing of authentication data by virtue of
collocation of a particular wireless token device with the
cooperating computing device, a particular wireless token
device can also be used to authenticate a user to the periph-
erals of a cooperating computing device. For instance, a par-
ticular cooperating computing device, such as a laptop, may
be connected, wirelessly or by wireline, to detachable hard
drive devices, printers, disk readers, credit card readers, web
cameras, monitors, and other peripheral hardware. In some
instances, use of particular peripherals (such as a particular
detachable hard drive, or space within that hard drive) can be
disabled pending authentication of a user to the cooperating
computing device using the particular wireless token device.
In such instances, a simplified mobile communication device
can serve as a key for unlocking multiple cooperating com-
puting devices through a single authentication.

Wireless token devices can be physically embodied in a
variety of ways, including simplified (i.e., non-feature rich)
embodiments adapted to be conveniently and discretely
worn, carried, or fixed to (or even embedded in) the wireless
token device’s authorized user. Such embodiments can
include examples such as a necklace, a lapel clip or brooch, a
watch, ring, or other implementations. In some instances, a
wireless token device can be included in a wireless headset
device also capable of being used in telephone calls, in some
cases consistent with the principles described in U.S. patent
application Ser. No. 13/340,631, filed Dec. 29, 2011, entitled
“Simplified Mobile Communication Device”, and hereby
incorporated by reference in its entirety, as if completely and
fully set forth herein. Further, as discussed above, for
example, in connection with FIGS. 6 A-6C, a wireless token
device can be embodied in a feature rich device, such as a
smartphone or other mobile computing device. In any
instance, where a user trusts the security of a wireless token
device, for instance, because the user wears, carries, or is
otherwise in nearly constant possession of the wireless token
device (e.g., given its size and ease of carrying), the user can
elect to have the wireless token device serve as a wireless and
convenient mechanism for authenticating the user to the
user’s devices. This can also simplify a user’s use of multiple
cooperating devices, allowing a user to, in some cases, to
move from one device to another and automatically authen-
ticate to the devices as the user (i.e., the carrying the wireless
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token device) comes within range of the cooperating device
(e.g., defined by a range of a short range wireless network or
other radio-frequency-based technique).

In some instances, one or more cooperating computing
devices can be locked and rendered inoperable pending
authentication by a particular wireless token device. While in
some instances, authentication data exchanged with a coop-
erating computing device by wireless token device unlocks
certain user profile data (i.e., data authorized for access by a
particular user), in other instances, a particular cooperating
computing device itself can be unlocked through a successful
authentication of the wireless token device to the particular
cooperating computing device. In such instances, a cooper-
ating computing device’s 310 operation can be dependent on
a particular wireless token device being collocated with the
cooperating computing device, the wireless token device
serving as a wireless key to secure one or more of a user’s
computing devices (e.g., tablets, laptops, gaming systems,
hard drives, etc.) from unauthorized access.

FIGS. 7A-7E are simplified flowcharts 700a-e illustrating
example techniques for utilizing a wireless token device. For
instance, in the example of FIG. 7A, a cooperating computing
device can be detected 702 over a short-range wireless net-
work by a wireless token device. A communication session
can be established 704 between the cooperating computing
device and the wireless token device over the short-range
wireless network. The wireless token device can functionas a
wireless storage device, such as a wireless “thumbdrive,” a
send 705 data stored on the wireless token device over the
short-range wireless connection to the cooperating comput-
ing device for presentation on the cooperating computing
device. Further, in some instances, the stored data can be
modified and updated on the wireless token device based on
user interactions with the data using the cooperating comput-
ing device. In some instances, the wireless token device may
lack user interfaces allowing for presentation of the stored
data to a user or interaction with the data by a user. Addition-
ally, in some implementations, before sending 705 the data to
the cooperating computing device, the wireless token device
may authenticate the cooperating computing device based on
authentication data received from the cooperating computing
device verifying the identity of the cooperating computing
device. Further, the wireless token device can be used across
multiple devices, allowing the data stored on the wireless
token device to be accessed and presented on various devices
of a user (i.e., when substantially collocated and communi-
cating with the wireless token device over a short-range wire-
less network).

Turning to FIG. 7B, in another example, a cooperating
computing device can be detected 706 over a short-range
wireless network by a wireless token device. A communica-
tion session can be established 708 between the cooperating
computing device and the wireless token device over the
short-range wireless network. The wireless token device can
serve as an authentication device for authenticating a user to
various cooperating computing devices, allowing the user to
use the cooperating computing device to access other dataand
services, including data and services hosted by servers remote
from the wireless token device and respective cooperating
computing device. For instance, the wireless token device can
send 705 authentication data stored on the wireless token
device over the short-range wireless connection to the coop-
erating computing device. The cooperating computing device
can use the authentication data to authenticate the wireless
token device (and its user) to access of the device and/or
particular data, programs, and services accessible through the
wireless token device, including data the wireless token
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device is unable to present using its own interfaces. In some
instances, the authentication data can be used by the cooper-
ating computing device to authenticate access (using the
cooperating computing device) to data, services, and other
resources hosted by a server system (such as a cloud server)
remote from the wireless token device and cooperating com-
puting device. In some instances, the cooperating computing
device can forward all or a portion of the received authenti-
cation data from the wireless token device to the server sys-
tem for consideration by the server system in authenticating
the cooperating computing device’s access and use of
resources hosted by the remote server system.

Turning to FIG. 7C, in some examples, a potential cooper-
ating computing device can detect 712 a wireless token
device as substantially collocated with a wireless token
device on a short-range wireless network. A communication
session can be established 714 between the computing device
and the wireless token device over the short-range wireless
network and authentication data can be received 716 from the
wireless token device over the short-range wireless network.
The computing device can authenticate 718 access to particu-
lar data based on the received authentication data. This can
include authenticating a holder of the wireless token device to
data stored locally on the computing device, authorizing the
data’s presentation on the computing device based on the
authentication. In other instances, additional authentication
data stored on the computing device can be unlocked and
authorized, based on the authentication 718, for use by the
computing device to authenticate to other data and services,
including data and service hosted by remote systems, such as
cloud computing systems. Whether used to authenticate to
locally- or remotely-served data, the computing device can
retrieve 720 the data and present 722 the data using interfaces
of the cooperating computing device.

In instances where data or services are hosted by a remote
server device, a wireless token device can be used to authen-
ticate auser’s access to the data or services and can be re-used
across multiple cooperating computing devices to authenti-
cate access to the data or services using the multiple cooper-
ating computing devices. In one example, shown in FIG. 7D,
authentication data can be received 724 from a computing
device communicating with a wireless token device. The
authentication data can be received by a server device remote
from the computing device and wireless token device, the
server device serving computing resources in a computing
session, such as in a persistent computing session. Such a
session can include such computing sessions as streaming
digital media presentations, sessions with web applications or
other remotely-hosted applications, sessions providing
access to remotely-hosted data, and so on. The authentication
data can be sent by the computing device is response to
receiving data from the wireless token device. The data from
the wireless token device can include the received (at 724)
authentication data or other data used, for example, by the
computing device to authorize the sending or release of the
authentication data received 724 by the computing device
hosting the computing session. The server device can authen-
ticate 726 the computing device and allow the computing
device access to resources hosted by the server device. The
server device can serve resources of the session to the authen-
ticated computing device (and its user), for instance, for pre-
sentation on the computing device. In some instance, the
server device can identify a user profile associated with the
authentication data (and wireless token device), and the
server device can customize or apply particular user data to
the session served 728 to the computing device. Further, the
same wireless token device can provide authentication data to
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other computing devices, thereby allowing the other comput-
ing devices to be authenticated to, join or consume, the same
or other computing sessions hosted by the server device or
another remote server device, among other examples.

Turning to FIG. 7E, a wireless token device can detect 730
a cooperating computing device using a short-range wireless
network. A communication session can be established 732
between the cooperating computing device and the wireless
token device over the short-range wireless network. The wire-
less token device can serve as an authentication device for
authenticating a user to various computing sessions served by
computing devices remote from the cooperating computing
device and wireless token device. For instance, the wireless
token device can send 734 authentication data stored on the
wireless token device over the short-range wireless connec-
tion to the cooperating computing device for use by the coop-
erating computing device in authenticating to a particular
computing session hosted by a remote server, such as a cloud
server. The cooperating computing device can then be used by
the user of the wireless token device to consume resources
and services of the computing session (e.g., because the wire-
less token device lacks user interfaces for presenting or inter-
acting with the computing session directly). Further, in some
implementations, the wireless token device can be configured
to send a series of authentication data to the cooperating
computing device, allowing the cooperating computing
device to periodically or substantially continuously reauthen-
ticate to the particular computing session. If the cooperating
computing device loses its connection to the wireless token
device for a period exceeding a particular time-out or after a
particular number of attempts to reconnect to the cooperating
computing device (thereby allowing for some network faults
typical in short-range and other wireless network communi-
cations), the cooperating computing device will not receive
the next authentication data from the wireless token device
and will not be able to reauthenticate to the particular com-
puting session. Such an instance can serve as an indication
that the wireless token device is no longer collocated with the
cooperating computing device and the authorized user (i.e.,
the holder of the wireless token device). Further, in some
examples, a user can use the wireless token device to partici-
pate in computing sessions using a multiple different devices,
either serially or concurrently. Indeed, in some examples,
such as in a persistent computing session, a user can migrate
from one cooperating computing device to another allowing
the user to continue participating in the computing session
and remain authenticated to the session by virtue of the wire-
less token device.

As noted in some of the examples above, a variety of
authentication types and authentication data can be used in
connection with a simplified communication device authen-
ticating its user to a cooperating computing device. In one
illustrative example, a wireless token device can authenticate
to a cooperating computing device using a certificate
exchange between the devices. For instance, the wireless
token device, upon identifying a potential cooperating com-
puting device, can request access to the cooperating comput-
ing device. The wireless token device can pass a certificate to
the cooperating computing device. In some instances, the
passing of the certificate can be in connection with an initial
pairing of the wireless token device and cooperating comput-
ing device. The cooperating computing device can verify the
received certificate and generate a key, for instance, for use in
subsequent communications between the cooperating com-
puting device and wireless token device. The wireless token
device can similarly utilize a certificate received from the
cooperating computing device and generate its own key for
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use in communications with the cooperating computing
device. Generation of such keys by either device can be based
on and generated from both an internal key, device ID,
GUUID, or other data internal to the device, through a hard-
ware-assisted trusted computing environment, data (e.g., a
certificate) received from the other device in the pairing, or
other techniques for use in securing integrity of the operations
and data shared between devices. Further, the communication
channels used by a wireless token device and cooperating
computing device in a communication session can them-
selves be secured, for instance, utilizing authenticated net-
work access protocols such as EAP, EAP-TLS, EAP-MS-
CHAPv2, and PEAP or other standard. Additionally, wireless
protection protocols such as WEP, WPA, WPA2, etc. can also
be used, among other techniques to secure communications
between a wireless token device and cooperating computing
devices.

In some instances, two-factor security or authentication
measures can be applied in connection with a wireless token
device authenticating to a cooperating computing device. In
some instances, prior to using a particular wireless token
device to authenticate a user to a cooperating computing
device, the particular wireless token device and particular
cooperating device can negotiate a relationship governing
their cooperative functioning and communications. For
instance, an encryption scheme can be pre-negotiated
between a wireless token device and cooperating device to
ensure that data communicated between the devices over a
short-range wireless network are secure. In such instances,
the authentication data sent from the wireless token device
can itself be encrypted as it is communicated from the wire-
less token device to the cooperating device. The cooperating
device can utilize the authentication data to authenticate the
user of the wireless token device to the cooperating device.

Although this disclosure has been described in terms of
certain implementations and generally associated methods,
alterations and permutations of these implementations and
methods will be apparent to those skilled in the art. For
example, the actions described herein can be performed in a
different order than as described and still achieve the desir-
able results. As one example, the processes depicted in the
accompanying figures do not necessarily require the particu-
lar order shown, or sequential order, to achieve the desired
results. Systems and tools illustrated can similarly adopt
alternate architectures, components, and modules to achieve
similar results and functionality. For instance, in certain
implementations, multitasking, parallel processing, and
cloud-based solutions may be advantageous. In one alterna-
tive system or tool, the wireless authentication functionality
of a simplified mobile communication device can be
employed on a removable storage device, such as a portable
hard drive, thumb drive, or the like. In such instances, the
removable storage device can lack a user interface but possess
wireless access functionality for connecting to cooperating
computing devices over a short-range network, such as Blue-
tooth, and sharing authentication data with the cooperating
computing devices over the short-range network to authenti-
cate the holder of the wireless, portable storage device to one
or more cooperating computing devices, allowing the user to
both gain access to (and secure) the cooperating computing
device through the wireless storage device as well as access,
consume, and modify data stored on the hard drive using the
authenticated-to cooperating computing device. Other sys-
tems and tools can also make use of principles of this disclo-
sure. Additionally, diverse user interface layouts and func-
tionality can be supported. Other variations are within the
scope of the following claims.
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Embodiments of the subject matter and the operations
described in this specification can be implemented in digital
electronic circuitry, or in computer software, firmware, or
hardware, including the structures disclosed in this specifica-
tion and their structural equivalents, or in combinations of one
or more of them. Embodiments of the subject matter
described in this specification can be implemented as one or
more computer programs, i.e., one or more modules of com-
puter program instructions, encoded on computer storage
medium for execution by, or to control the operation of, data
processing apparatus. Alternatively or in addition, the pro-
gram instructions can be encoded on an artificially generated
propagated signal, e.g., a machine-generated electrical, opti-
cal, or electromagnetic signal that is generated to encode
information for transmission to suitable receiver apparatus
for execution by a data processing apparatus. A computer
storage medium can be, or be included in, a computer-read-
able storage device, a computer-readable storage substrate, a
random or serial access memory array or device, or a combi-
nation of one or more of them. Moreover, while a computer
storage medium is not a propagated signal per se, a computer
storage medium can be a source or destination of computer
program instructions encoded in an artificially generated
propagated signal. The computer storage medium can also be,
or be included in, one or more separate physical components
ormedia (e.g., multiple CDs, disks, or other storage devices),
including a distributed software environment or cloud com-
puting environment.

Networks, including core and access networks, including
wireless access networks, can include one or more network
elements. Network elements can encompass various types of
routers, switches, gateways, bridges, loadbalancers, firewalls,
servers, inline service nodes, proxies, processors, modules, or
any other suitable device, component, element, or object
operable to exchange information in a network environment.
A network element may include appropriate processors,
memory elements, hardware and/or software to support (or
otherwise execute) the activities associated with using a pro-
cessor for screen management functionalities, as outlined
herein. Moreover, the network element may include any suit-
able components, modules, interfaces, or objects that facili-
tate the operations thereof. This may be inclusive of appro-
priate algorithms and communication protocols that allow for
the effective exchange of data or information.

The operations described in this specification can be imple-
mented as operations performed by a data processing appa-
ratus on data stored on one or more computer-readable stor-
age devices or received from other sources. The terms “data
processing apparatus,” “processor,” “processing device,” and
“computing device” can encompass all kinds of apparatus,
devices, and machines for processing data, including by way
of' example a programmable processor, a computer, a system
on a chip, or multiple ones, or combinations, of the foregoing.
The apparatus can include general or special purpose logic
circuitry, e.g., a central processing unit (CPU), a blade, an
application specific integrated circuit (ASIC), or a field-pro-
grammable gate array (FPGA), among other suitable options.
While some processors and computing devices have been
described and/or illustrated as a single processor, multiple
processors may be used according to the particular needs of
the associated server. References to a single processor are
meant to include multiple processors where applicable. Gen-
erally, the processor executes instructions and manipulates
data to perform certain operations. An apparatus can also
include, in addition to hardware, code that creates an execu-
tion environment for the computer program in question, e.g.,
code that constitutes processor firmware, a protocol stack, a
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database management system, an operating system, a cross-
platform runtime environment, a virtual machine, or a com-
bination of one or more of them. The apparatus and execution
environment can realize various different computing model
infrastructures, such as web services, distributed computing
and grid computing infrastructures.

A computer program (also known as a program, software,
software application, script, module, (software) tools, (soft-
ware) engines, or code) can be written in any form of pro-
gramming language, including compiled or interpreted lan-
guages, declarative or procedural languages, and it can be
deployed in any form, including as a standalone program or as
a module, component, subroutine, object, or other unit suit-
able for use in a computing environment. For instance, a
computer program may include computer-readable instruc-
tions, firmware, wired or programmed hardware, or any com-
bination thereof on a tangible medium operable when
executed to perform at least the processes and operations
described herein. A computer program may, but need not,
correspond to a file in a file system. A program can be stored
in a portion of a file that holds other programs or data (e.g.,
one or more scripts stored in a markup language document),
in a single file dedicated to the program in question, or in
multiple coordinated files (e.g., files that store one or more
modules, sub programs, or portions of code). A computer
program can be deployed to be executed on one computer or
on multiple computers that are located at one site or distrib-
uted across multiple sites and interconnected by a communi-
cation network.

Programs can be implemented as individual modules that
implement the various features and functionality through
various objects, methods, or other processes, or may instead
include a number of sub-modules, third party services, com-
ponents, libraries, and such, as appropriate. Conversely, the
features and functionality of various components can be com-
bined into single components as appropriate. In certain cases,
programs and software systems may be implemented as a
composite hosted application. For example, portions of the
composite application may be implemented as Enterprise
Java Beans (EJBs) or design-time components may have the
ability to generate run-time implementations into different
platforms, such as J2EE (Java 2 Platform, Enterprise Edi-
tion), ABAP (Advanced Business Application Programming)
objects, or Microsoft’s .NET, among others. Additionally,
applications may represent web-based applications accessed
and executed via a network (e.g., through the Internet). Fur-
ther, one or more processes associated with a particular
hosted application or service may be stored, referenced, or
executed remotely. For example, a portion of a particular
hosted application or service may be a web service associated
with the application that is remotely called, while another
portion of the hosted application may be an interface object or
agent bundled for processing at a remote client. Moreover,
any or all of the hosted applications and software service may
be a child or sub-module of another software module or
enterprise application (not illustrated) without departing from
the scope of this disclosure. Still further, portions of a hosted
application can be executed by a user working directly at a
server hosting the application, as well as remotely at a client.

The processes and logic flows described in this specifica-
tion can be performed by one or more programmable proces-
sors executing one or more computer programs to perform
actions by operating on input data and generating output. The
processes and logic flows can also be performed by, and
apparatus can also be implemented as, special purpose logic
circuitry, e.g., an FPGA (field programmable gate array) or an
ASIC (application specific integrated circuit).
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Processors suitable for the execution of a computer pro-
gram include, by way of example, both general and special
purpose microprocessors, and any one or more processors of
any kind of digital computer. Generally, a processor will
receive instructions and data from a read only memory or a
random access memory or both. The essential elements of a
computer are a processor for performing actions in accor-
dance with instructions and one or more memory devices for
storing instructions and data. Generally, a computer will also
include, or be operatively coupled to receive data from or
transfer data to, or both, one or more mass storage devices for
storing data, e.g., magnetic, magneto optical disks, or optical
disks. However, a computer need not have such devices.
Moreover, a computer can be embedded in another device,
e.g., a mobile telephone, a personal digital assistant (PDA),
tablet computer, a mobile audio or video player, a game
console, a Global Positioning System (GPS) receiver, or a
portable storage device (e.g., a universal serial bus (USB)
flash drive), to name just a few. Devices suitable for storing
computer program instructions and data include all forms of
non-volatile memory, media and memory devices, including
by way of example semiconductor memory devices, e.g.,
EPROM, EEPROM, and flash memory devices; magnetic
disks, e.g., internal hard disks or removable disks; magneto
optical disks; and CD ROM and DVD-ROM disks. The pro-
cessor and the memory can be supplemented by, or incorpo-
rated in, special purpose logic circuitry.

To provide for interaction with a user, embodiments of the
subject matter described in this specification can be imple-
mented on a computer having a display device, e.g., a CRT
(cathode ray tube) or LCD (liquid crystal display) monitor,
for displaying information to the user and a keyboard and a
pointing device, e.g., amouse or a trackball, by which the user
can provide input to the computer. Other kinds of devices can
be used to provide for interaction with a user as well; for
example, feedback provided to the user can be any form of
sensory feedback, e.g., visual feedback, auditory feedback, or
tactile feedback; and input from the user can be received in
any form, including acoustic, speech, or tactile input. In addi-
tion, a computer can interact with a user by sending docu-
ments to and receiving documents from a device, including
remote devices, which are used by the user.

Embodiments of the subject matter described in this speci-
fication can be implemented in a computing system that
includes a back end component, e.g., as a data server, or that
includes a middleware component, e.g., an application server,
or that includes a front end component, e.g., a client computer
having a graphical user interface or a Web browser through
which a user can interact with an implementation of the
subject matter described in this specification, or any combi-
nation of one or more such back end, middleware, or front end
components. The components of the system can be intercon-
nected by any form or medium of digital data communication,
e.g., acommunication network. Examples of communication
networks include any internal or external network, networks,
sub-network, or combination thereof operable to facilitate
communications between various computing components in
a system. A network may communicate, for example, Internet
Protocol (IP) packets, Frame Relay frames, Asynchronous
Transfer Mode (ATM) cells, voice, video, data, and other
suitable information between network addresses. The net-
work may also include one or more local area networks
(LANSs), radio access networks (RANs), metropolitan area
networks (MANs), wide area networks (WANSs), all or a
portion of the Internet, peer-to-peer networks (e.g., ad hoc
peer-to-peer networks), and/or any other communication sys-
tem or systems at one or more locations.
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The computing system can include clients and servers. A
client and server are generally remote from each other and
typically interact through a communication network. The
relationship of client and server arises by virtue of computer
programs running on the respective computers and having a
client-server relationship to each other. In some embodi-
ments, a server transmits data (e.g., an HTML page) to a client
device (e.g., for purposes of displaying data to and receiving
user input from a user interacting with the client device). Data
generated at the client device (e.g., a result of the user inter-
action) can be received from the client device at the server.

While this specification contains many specific implemen-
tation details, these should not be construed as limitations on
the scope of any inventions or of what may be claimed, but
rather as descriptions of features specific to particular
embodiments of particular inventions. Certain features that
are described in this specification in the context of separate
embodiments can also be implemented in combination in a
single embodiment. Conversely, various features that are
described in the context of a single embodiment can also be
implemented in multiple embodiments separately or in any
suitable subcombination. Moreover, although features may
bedescribed above as acting in certain combinations and even
initially claimed as such, one or more features from a claimed
combination can in some cases be excised from the combi-
nation, and the claimed combination may be directed to a
subcombination or variation of a subcombination.

Similarly, while operations are depicted in the drawings in
a particular order, this should not be understood as requiring
that such operations be performed in the particular order
shown or in sequential order, or that all illustrated operations
be performed, to achieve desirable results. In certain circum-
stances, multitasking and parallel processing may be advan-
tageous. Moreover, the separation of various system compo-
nents in the embodiments described above should not be
understood as requiring such separation in all embodiments,
and it should be understood that the described program com-
ponents and systems can generally be integrated together in a
single software product or packaged into multiple software
products.

Thus, particular embodiments of the subject matter have
been described. Other embodiments are within the scope of
the following claims. In some cases, the actions recited in the
claims can be performed in a different order and still achieve
desirable results. In addition, the processes depicted in the
accompanying figures do not necessarily require the particu-
lar order shown, or sequential order, to achieve desirable
results.

What is claimed is:

1. A method comprising:

detecting that a first computing device is within range of a
wireless storage device, using a short-range wireless
communication network;

establishing a connection between the first computing
device and the wireless storage device over the short-
range wireless network;

sending first authentication data from the wireless storage
device to the first computing device over the short-range
wireless network to authenticate access to the first com-
puting device by a particular user associated with the
first authentication data, wherein the first authentication
datais based at least in part on user identifier data unique
to the particular user;

receiving from the first computing device over the short-
range wireless network second authentication data to



US 9,262,592 B2

35

authenticate access by the first computing device to at
least a portion of the data stored on wireless storage
device; and

sending data stored in memory of the wireless storage

device from the wireless storage device to the first com-
puting device over the short-range wireless network for
a presentation of the data using a user interface of the
first computing device, wherein the wireless storage
device lacks user interfaces for the presentation of the
data.

2. The method of claim 1, wherein the authentication data
is encrypted using a private key of the first computing device.

3. The method of claim 1, wherein the authentication data
includes a digital certificate verifying the identity of the first
computing device.

4. The method of claim 3, wherein the certificate includes
apublic key paired to a private key of first computing device.

5. The method of claim 1, further comprising:

pairing the first computing device and the wireless storage

device, wherein the pairing includes:

sending a first digital certificate from the wireless stor-
age device to the first computing device verifying the
identity of the wireless storage device;

receiving a second digital certificate at the wireless stor-
age device from the first computing device verifying
the identity of the first computing device; and

establishing parameters for subsequent communication
between the wireless storage device and first comput-
ing device.

6. The method of claim 1, wherein second, user-entered
authentication data is received at the first computing device
and authenticating access to at least the portion of the data
stored on wireless storage device is further based on the
second authentication data.

7. The method of claim 6, wherein the second, user-entered
authentication data includes a personal password entered at
the first computing device by a user.

8. The method of claim 6, wherein the second, user-entered
authentication data includes a voice sample collected from a
user at the first computing device.

9. The method of claim 1, wherein the data includes
authentication data and receipt of the authentication data at
the first computing device causes authentication of a user at
the first computing device.

10. The method of claim 1, wherein the wireless storage
device lacks at least one of a graphical display, tactile user
interface, and an audio interface.

11. The method of claim 1, wherein the wireless storage
device lacks a user interface.

12. The method of claim 1, further comprising:

detecting a second computing device as substantially col-

located with the wireless storage device, using a short-
range wireless communication network;

establishing a connection between the second computing

device and the wireless storage device over the short-
range wireless network; and

sending data stored in memory of the wireless storage

device from the wireless storage device to the second
computing device over the connection between the sec-
ond computing device and the wireless storage device.

13. The method of claim 12, wherein the data sent to the
second computing device includes data sent to the first com-
puting device.

14. The method of claim 1, further comprising:

identifying modifications to the data made at the first com-

puting device; and
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storing a modified version of the data on the wireless stor-
age device based on the identified modifications.
15. At least one non-transitory machine accessible storage
medium having instructions stored thereon, the instructions
5 when executed on a machine, cause the machine to:
detect that a first computing device is within range of a
wireless storage device, using a short-range wireless
communication network;
establish a connection between the first computing device

10 and the wireless storage device over the short-range
wireless network;

send first authentication data from the wireless storage

device to the first computing device over the short-range

15 wireless network to authenticate access to the first com-

puting device by a particular user associated with the
first authentication data, wherein the first authentication
data is based at least in part on user identifier data cor-
responding to the particular user;

20 receive from the first computing device over the short-
range wireless network second authentication data to
authenticate access by the first computing device to at
least a portion of the data stored on wireless storage
device; and

25 send data stored in memory of the wireless storage device

from the wireless storage device to the first computing
device over the short-range wireless network for a pre-
sentation of the data using a user interface of the first
computing device, wherein the wireless storage device
lacks user interfaces for the presentation of the data.

16. A data storage apparatus comprising:

a processor device;

a memory element;

a short-range wireless network adapter adapted to:

detect that a first computing device is within range of the
apparatus, using a short-range wireless communica-
tion network;

establish a connection between the first computing

40 device and the apparatus over the short-range wireless

network; and

an authentication broker adapted to:

send first authentication data from the apparatus to the
first computing device over the short-range wireless

45 network to authenticate access to the first computing

device by a particular user associated with the first
authentication data, wherein the first authentication
data is based at least in part on unique user identifier
data corresponding to the particular user; and

50 cause data stored in the memory element to be sent to the

first computing device over the short-range wireless
network based on an authentication of the first com-
puting device at the apparatus for a presentation of the
data using a user interface of the first computing

55 device, wherein the apparatus lacks user interfaces for

the presentation of the data.

17. The apparatus of claim 16, wherein the authentication
broker is further adapted to authenticate the first computing
device at the apparatus based on second authentication data

60 received from the first computing device over the short-range

network.

18. The apparatus of claim 17, wherein the authentication
data is encrypted using a private key of the first computing
device.

65 19. At least one non-transitory machine accessible storage

medium having instructions stored thereon, the instructions
when executed on a machine, cause the machine to:
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detect that a wireless storage device is within range of a
particular computing device, using a short-range wire-
less communication network;

establish a connection between the particular computing
device and the wireless storage device over the short-
range wireless network;

receive first authentication data from the wireless storage
device over the short-range wireless network, wherein
the first authentication data is based at least in part on
user identifier data unique to a particular user;

authorize use of the particular computing device by the
particular user based on the received first authentication
data;

receive data stored on the storage device at the particular
computing device over the short-range wireless net-
work; and

present the data on a user interface of the particular com-
puting device.

20. The storage medium of claim 19, wherein the instruc-

tions, when executed, further cause the machine to:

send second authentication data to the wireless storage
device verifying the identity of the particular computer
device to the wireless storage device, wherein receiving
the data is responsive to authentication of the particular
computer device at the wireless storage device.

21. The storage medium of claim 19, wherein the instruc-

tions, when executed, further cause the machine to:

modify the data based on user inputs received at the par-
ticular computing device; and

communicate the modifications to the data to the wireless
storage device.
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